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Learning objectives

e Introduction: reviewing what money laundering means (including relevant
information around Financing of Terrorism)

¢ Understanding associated legislation and how it applies to real estate

e Understanding the role of the Department of Internal Affairs (DIA)

¢ Knowledge and understanding of compliance requirements as a reporting entity
e Understanding customer due diligence obligations

e Understanding reporting requirement obligations

e Reviewing relationships with other Anti-Money Laundering (AML) entities

e Recognising ‘red flags’

¢ Understanding DIA expectations for compliance
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Introduction to money laundering

Money laundering in New Zealand

The Ministry of Justice describes money laundering as:

‘the process criminals use to ‘clean’ the money they make from crimes such as fraud,
dealing in illegal drugs and tax evasion.

By making the money look like it comes from a legitimate source, they can cover their
tracks and avoid detection.’

https://www.justice.govt.nz/justice-sector-policy/key-initiatives/aml-cft/what-is-aml-cft/

In the criminal world cash is king and money laundering is an essential process to change
‘dirty’ money into ‘clean’ money.

This is achieved through buying and selling assets, for example property and expensive
goods such as cars, boats and jewellery. Or by channelling funds through financial structures
(for example companies, trusts).

Money laundering often involves a complex series of transactions; moving money around
different parts of the financial system, thereby disguising its origin. This makes it harder for
authorities to find out where ‘dirty’ money has originated from, and from whom, and more
difficult to catch and prosecute criminals and seize illegally gained money and/or assets.

Money laundering is happening every day across New Zealand. According to the New
Zealand Police’s Financial Intelligence Unit (FIU), there is reportedly around $1.35 billion of
funds from fraud and illegal drugs laundered through legitimate businesses within New
Zealand every year.

The effects of this reach far wider than just those involved directly with money laundering.
There is a significant human toll on victims and their families, and serious harm to
communities which are exposed to crimes that generate ‘dirty’ money.

Ease of money laundering enables organised crime to flourish and causes potential economic
damage and a tarnished reputation for New Zealand. Many around the world view New
Zealand as a safe country. However, criminals view New Zealand as a ‘soft’ option to launder
money and do so by:

e Exploiting weak points in the financial network

e Targeting businesses or professions that don’t confirm customers’ identities, or don't
have the right checks and balances in place to detect suspicious transactions,
activities, behaviour or financial arrangements (the financing of terrorism uses
similar techniques)
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How is money laundered?
Money laundering is typically actioned in a three-stage process:
1. Placement

2. Layering

3. Integration

e Introducing the illegitimate cash into
the financial system

Placement

e Undertaking multiple transactions to

: confuse the audit trail and distance the
Layerlng money from origins and disguise the
source or ownership of funds

—

¢ Introducing the laundered
money into the legitimate
economy, so that it appears as a
‘clean’ or legitimate source of
funds

el [ntegration

Note:

At the time of writing there were no examples of money laundering within the real
estate sector in New Zealand.

However, two examples involving financial institutions provide insight into how money
laundering is actioned, utilising the three-stage process as outlined above.
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Breach of AML/CFT Act: example 1

In September 2017 a remittance and money transfer company based in Auckland was
ordered to pay $5.3 million in penalties for anti-money laundering breaches.

The Department of Internal Affairs took action against the company in the High Court,
alleging ‘the company had failed to take steps required in 1588 transactions involving more
than $100 million in 2014".

The judge found that the company failed to keep appropriate records of the transactions and
failed to record the identity of 362 customers involved in the laundering activity.

https://www.stuff.co.nz/business/97408647/auckland-company-ordered-to-pay-53m-in-
penalties-over-antimoney-laundering-breaches (i.stuff.co.nz; September 29, 2017)

This breach example demonstrates the three-stage process of money laundering:

e Use of a financial business - Placement
e Multiple transactions by multiple individuals — Layering

e Laundered money re-introduced into the legitimate economy, making it appear
‘clean’ - Integration

Case: [2017] NZHC2363
http://www.nzlii.org/cgi-bin/sinodisp/nz/cases/NZHC/2017/2363.html?query=Ping%20An

Case: [2018] NZHC530
http://www.nzlii.org/cgi-bin/sinodisp/nz/cases/NZHC/2018/530.htmI?query=Ping%20An
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Breach of AML/CFT Act (Australia): example 2

In August 2017 AUSTRAC (Australia’s financial intelligence and regulatory agency) initiated
proceedings against the Commonwealth Bank of Australia (CBA) for ‘serious and systemic
non-compliance with the Anti-Money Laundering and Countering Financing of-Terrorism Act
2006 (AML/CFT Act)".

The action taken by AUSTRAC alleges over 53,700 contraventions of the AML/CFT Act 2006
by the CBA.

A summary of alleged breaches includes:

e CBA did not comply with its own AML/CFT program, because it did not carry out an
assessment of the money laundering and terrorist financing (ML/TF) risk of IDMs
(intelligent deposit machines /ATMs) before their rollout in 2012. CBA took no steps
to assess the ML/TF risk until mid-2015 - three years after they were introduced.

e For a period of three years, CBA did not comply with the requirements of its AML/CFT
program relating to monitoring transactions on 778,370 accounts.

e CBA failed to give 53,506 threshold transaction reports (TTRs) to AUSTRAC on time
for cash transactions of $10,000 or more through IDMs [ITMs] from November 2012
to September 2015.

e These late TTRs represent approximately 95 per cent of the threshold transactions
that occurred through the bank’s IDMs [ITMs] from November 2012 to September
2015 and had a total value of around $624.7 million.

e AUSTRAC alleges that the bank failed to report suspicious matters either on time or
at all involving transactions totalling over $77 million.

e Even after CBA became aware of suspected money laundering or structuring on CBA
accounts, it did not monitor its customers to mitigate and manage ML/TF risk,
including the ongoing ML/TF risks of doing business with those customers.

http://www.austrac.gov.au/media/media-releases/austrac-seeks-civil-penalty-orders-
against-cba

In June 2018 it was reported (by ABC News) that an out of court settlement had been
reached and that ‘the CBA had agreed to pay the biggest fine in Australian corporate
history’; $700 million plus legal costs.

At the time of reporting, the Federal Court (of Australia) was still required to accept the
terms of the agreement.
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The report further stated that:

e The bank failed to properly monitor transactions on over 770,000 accounts over a
period of three years, to check for money laundering red flags

e The bank admitted to the late filing of 149 suspicious matter reports
e The bank breached its obligations to perform checks on 80 suspicious customers
e Transaction monitoring did not operate as intended on a number of accounts

e AUSTRAC also exposed 14 occasions where the CBA failed to properly assess risks
related to its IDMs

The Chief Executive of AUSTRAC stated:

‘I hope this result alerts the financial sector to the consequences of poor compliance and
reinforces that businesses need to take their obligations (AML/CFT compliance) seriously’

http://www.abc.net.au/news/2018-06-04/commonwealth-bank-pay-$700-million-fine-money-
laundering-breach/9831064 - June 2018
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Risk of money laundering activities using real estate

According to the Department of Internal Affairs (DIA)

‘real estate is an attractive option for money launderers because it can be used both in
layering and integrating proceeds of crime by re-entering the legitimate economy.’

‘And the inherent risk of money laundering and financing of terrorism within the real
estate sector, according to the DIA, is medium to high.’

Some examples of this risk include:

¢ Purchase values of real estate are significantly large, so it provides an option
to launder large amounts of money without attracting suspicion

¢ Numerous bank transfers can be made from overseas accounts for balance
payments for purchasing property

e Once real estate has been bought, it can be used as security for a loan

e Once real estate has been bought, it can be resold, and the sale proceeds
integrated into the legitimate economy

e Buy real estate and on-sell immediately; again, with the intention of integrating
sale proceeds into the ‘legitimate economy’

e Carry out a series of transactions with a bank or business that (individually) are
below the monetary thresholds that trigger money laundering ‘red flags’ -
less than $10,000 cash transaction, but cumulatively amount to large sums

e A sale of property can be used to explain a source of funds

¢ Through beneficial ownership, by hiding their identity using companies and/or
trusts to own or buy assets

Those involved in the financing of terrorism use similar methods to money launderers by
channelling funds to violent causes and disguise who is providing and receiving the money.
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NZ legislation & real estate

Anti-Money Laundering and Countering Financing of Terrorism Act 2009 (the
AML/CFT Act)

The Anti-Money Laundering and Countering Financing of Terrorism Act 2009 (the AML/CFT
Act) was passed to tackle the increasing exposure New Zealand is facing with money
laundering and terrorism financing.

It set in place obligations on New Zealand financial institutions and casinos to detect and
deter money laundering and terrorism financing through establishing monitoring and
reporting compliance requirements (refer to Appendix 1 — AML/CFT Act, Section 3 Purpose).

The AML/CFT Act included an initial ‘Phase 1’ which encapsulated certain businesses within
New Zealand. Businesses subject to the Act are referred to as a ‘reporting entity’.

>

Important note:

All reporting entities are required to comply with strict monitoring and reporting
requirements as set out in the AML/CFT Act.

The initial focus (Phase 1) was on casinos, and other financial institutions such as
banks, fund managers and debt collectors.

However, in Phase 2 the AML/CFT Act broadened its scope of reporting entities and
included designated non-financial businesses or professions, which includes real estate
agent.

AML/CFT Act Section 5 Interpretation (part)

designated non-financial business or profession means—

(a) a law firm, a conveyancing practitioner, an incorporated conveyancing firm, an
accounting practice, a real estate agent, or a trust and company service
provider, who, in the ordinary course of business, carries out 1 or more of the
following activities: ...

The ‘activities’ that a real estate agent carries out is further stated within this definition
as:
5(a)(v) providing real estate agency work (within the meaning of section 4(1) of
the Real Estate Agents Act 2008) to effect a transaction (within the meaning of
section 4(1) of the Real Estate Agents Act 2008)
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According to the Real Estate Agents Act, 2008 a real estate agent is:

Real Estate Agents Act 2008 Section 4 interpretation

4(1) real estate agency work or agency work -
(a) means any work done or services provided, in trade, on behalf of another
person for the purpose of bringing about a transaction; and
(b) includes any work done by a branch manager or salesperson under the
direction of, or on behalf of an agent to enable the agent to do the work or provide
the services described in paragraph (a)

transaction - means the sale, purchase, or other disposal or acquisition of a freehold or
leasehold (other than a residential tenancy) interest in land, a registerable licence, an
occupancy right, or a business

Real Estate Agents as 'Reporting Entities’ and captured activities

From 1 January 2019, the AML/CFT Act applies to all real estate agents. Real estate agents
are now ‘reporting entities’ and are required to fully comply with the AML/CFT Act.

Therefore, ALL licensees who work for a real estate agent and in the ordinary course of
business carry out real estate agency work, and manage client funds in relation to that
activity, are required to fully comply with the AML/CFT Act.

For example, receiving deposit funds from a purchaser or someone on behalf of the
purchaser, holding them in the agency’s trust account and then releasing the funds to the
person entitled to them, is managing client funds and an activity captured by the AML/CFT
Act.

Except for some commercial property management activities!, property management
activities and managing client funds for that purpose are not captured by the AML/CFT Act.
For example, receiving rental or lease payments on behalf of a client is managing client
funds for the purpose of property management activity as defined in regulation 21B of the
AML/CFT (Definitions) Regulations, and therefore is an activity that is not captured by the
AML/CFT Act.

*

Key Point

Remember, criminals use various money laundering opportunities to convert ‘dirty’
money, made through criminal activities, into ‘clean’ money, exploiting weaknesses
within the financial network, including the purchase of assets such as property.

To successfully tackle the increasing exposure New Zealand faces with money
laundering and terrorism financing, it is essential that all reporting entities that could
be exploited by the criminal world are included in the AML reporting compliance
requirements.

The exclusion of property management activity does not cover ‘acting, or offering to act, for reward in
respect of the negotiation, grant approval, or assignment of a tenancy agreement for commercial premises
(whether described as a lease, tenancy agreement, right to occupy, or otherwise)’. Anyone engaging in these
activities has full obligations under the AML/CFT Act in relation to these activities.
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The Act also applies to other Phase 2 reporting entities who are in a non-financial designated
business or profession as follows:

e Lawyers and Conveyancers (from 1 July 2018)

e Businesses that provide trust and company services (from 1 July 2018)

e Accountants (from 1 October 2018)

¢ Real Estate Agents (from 1 January 2019)

e Businesses trading in high-value goods (from 1 August 2019)

e Sports and racing betting (from 1 August 2019)

The staggered approach for Phase 2 reporting entities was to ensure that they had time to
understand their obligations under the Act including:

e Appointing a compliance officer, and

e Developing, maintaining and auditing their risk assessment and compliance
programme, and

¢ Knowing who their customers are, and on whose behalf they act, and completing the
required level of identity verification i.e. customer due diligence, and

e Reporting large cash transactions, and
e Reporting suspicious activity, and

e Submitting an annual report to the Department of Internal Affairs.
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Money laundering offence

Before we look in detail at the compliance requirements of a reporting entity, it is important
to clarify what constitutes a money laundering offence.

The AML/CFT Act states:

5 Interpretation

‘money laundering offence means an offence against section 243 of the Crimes Act
1961 or section 12B of the Misuse of Drugs Act 1975 or any act committed overseas that,
if committed in New Zealand, would be an offence under those sections of those Acts’

Section 243 of the Crimes Act 1961 refers to the crime of Money laundering and
provides a lengthy analysis of money laundering activities, which include:

e Act - includes an omission

e Conceal - in relation to property (real or personal)

o to conceal or disguise the nature, source, location, disposition, or ownership
of the property or of any interest in the property

e Deal with - in relation to property (real or personal)

o to dispose of the property, whether by way of sale, purchase, gift or
otherwise
o to transfer possession of the property

e Interest - in relation to property (real or personal)

o a legal or equitable estate or interest in the property; or
o aright, power, or privilege in connection with the property

e Offence - means an offence that is punishable under New Zealand law whether
committed in New Zealand or overseas

e Proceeds - in relation to an offence, means any property that is derived or realised,
directly or indirectly, by any person from the commission of the offence

e Property - means real or personal property of any description, whether situated in
New Zealand or elsewhere and whether tangible or intangible; and includes an
interest in any such real or personal property

Section 243A provides that even if an offence was committed by someone else, a person
may be charged if they have in their possession property that is the proceeds of an offence,
and they intend to engage in money-laundering knowingly or being reckless as to whether
that property is proceeds of an offence.

All licensees should be fully aware of these areas of money laundering within the real estate
industry.
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The role of the Department of Internal Affairs (DIA)

A key aspect of the AML/CFT Act is the establishment, and associated role of supervisors
for the purposes of monitoring and enforcing compliance requirements of reporting entities.

An AML/CFT supervisor in relation to a reporting entity, means the person referred to in
section 130(1) of the AML/CFT Act (refer to Appendix 1 - Section 130 AML/CFT supervisors)
that is responsible for supervising the reporting entity.

Section 130 of the AML/CFT Act stipulates a three-fold allocation of supervisory
responsibility to existing public entities and government departments.

The areas of supervisory responsibility are allocated as follows:

¢ Reserve Bank of New Zealand - supervises banks, life insurers, and non-bank
deposit takers. Manages monetary policies

¢ Financial Markets Authority - supervises issuers of securities, fund managers,
brokers and custodians, financial advisers. Regulates capital markets and financial
services

e Department of Internal Affairs - supervises the New Zealand Racing Board,
casinos, non-deposit taking lenders, money changers, high-value dealers, and any
other reporting entities not supervised by the Reserve Bank or the Financial Markets
Authority

Note: Each reporting entity may only have one (1) AML/CFT supervisor (refer Section
130(5)).

< Note

The Department of Internal Affairs (DIA) is a public service department charged with
a number of functions including administering passports, citizenship, lottery grants;
registering births, deaths, marriages and civil unions; providing support services to
ministers of the Crown; and advising the government on various policies and issues.
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The supervisor for real estate agents

AML/CFT Act, Section 130(1)(c) states that the Department of Internal Affairs (DIA) is
tasked with supervising designated non-financial business or professions, and is therefore,
the supervisor of real estate agents.

Under the AML/CFT Act, real estate agents are a designated non-financial business or
profession.

Functions of supervisors
The functions of a supervisor are set out in AML/CFT Act - section 131 (refer to Appendix

1) and include:

e Monitor and assess the level of risk of money laundering across the reporting entities
it supervises

e Monitor the reporting entities for compliance with the AML/CFT Act and regulations

e Ensure a supervisory programme is developed and implemented

e Provide guidance to help reporting entities to comply with the AML/CFT Act

e Investigate reporting entities and enforce compliance

e Co-operate on a domestic and international level to ensure consistent, effective, and

efficient implementation of the Act

Codes of practice

The DIA is required ‘to prepare codes of practice for relevant sectors if directed to do so by
the Minister responsible for the AML/CFT supervisor’ (section 63(1) - Appendix 1).

The purpose of a code of practice is to provide a statement of practice that assists reporting
entities to comply with their obligations under the AML/CFT Act and regulations (section
63(2) - Appendix 1).

.JDIA Guidelines

The DIA also provides guidelines for reporting entities in sectors it supervises.

In August 2018 the DIA released the first guideline for real estate. It was updated in
December 2018 and will be regularly updated as new information becomes available
or new legislation or case law changes any AML/CFT obligations. This guideline

provides essential information for ALL LICENSEES and is located on the DIA website.

https://www.dia.govt.nz/diawebsite.nsf/wpg URL/Services-Anti-Money-Laundering-
Codes-of-Practice-and-Guidelines#Real-Estate

It is important that all licensees bookmark this web page and refer to the
online content regularly to ensure the most up-to-date information is
accessed.
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Powers of supervisors

The AML/CFT Act provides supervisors with extensive powers to fulfil their role.

Section 132 (refer to Appendix 1 — Section 132 - Powers) sets out in detail the parameters
of powers. Note should be taken of section 132 subsection (1) which states:

132 (1) An AML/CFT supervisor has all the powers necessary to carry out its functions

under this Act or regulations

It is important to remember that the powers necessary to carry out their function as
supervisor include the power to:

Have full access to all records, documents or information it deems relevant
Conduct on-site inspections (refer to section 133)

Provide guidance

Produce guidelines

Prepare codes of practice

Provide feedback on compliance

Undertake any other activities necessary

Section 133 outlines additional details around supervisors’ powers to conduct on-site
inspections; particularly subsection (1):

133 (1) An AML/CFT supervisor may, at any reasonable time, enter and remain at any

place (other than a dwelling-house or a marae) for the purpose of conducting an
on-site inspection of a reporting entity.
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Questions:

Read the following statements and decide whether they are true or false.

1. The Department of Internal Affairs (DIA) is responsible for supervising real
estate agents as ‘reporting entities’, to ensure their compliance with statutory
obligations under the AML/CFT Act.

True / False
2. The DIA is the only supervisory body designated under the AML/CFT Act.

True / False

3. The functions of a supervisor are solely to monitor the reporting entities for
compliance with the AML/CFT Act and regulations.

True / False
4. The supervisor is able to provide guidance to the reporting entities it supervises.
True / False

5. A supervisor has the power to investigate reporting entities it supervises and
enforce compliance with the AML/CFT Act and regulations.

True / False

6. The AML/CFT Act provides supervisors with all the powers necessary to carry out
its function.

True / False
7. An AML/CFT supervisor may, at any reasonable time, enter and remain at any
place (other than a dwelling-house or a marae) for the purpose of conducting an

on-site inspection of a reporting entity.

True / False
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Source: DIA Guidelines December 2018

Real estate agents are often referred to as gatekeepers of the [real estate] transaction. This is also true about AML/CFT exposure.

The diagram above is provided by the Financial Action Task Force (FATF), the inter-governmental body that sets global AML/CFT standards. It
describes the two potential trajectories of real estate professionals’ involvement in, and compliance with money laundering and terrorist

financing (ML/TF).
SAR - Suspicious Activity Report
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Reporting entity: compliance requirements

As previously mentioned, a real estate agent is deemed to be a reporting entity as defined
by the AML/CFT Act.

Section 48 of the Real Estate Agents Act 2008 authorises the (agent) licensee to carry
out real estate agency work on his or her own account.

Furthermore, section 49 of the Real Estate Agents Act 2008 authorises the holder of
either a salesperson’s licence or a branch manager’s licence to carry out real estate agency
work for or on behalf of the agent licensee.

It should be noted that auctioneers of real estate, whether licensed or registered, are also
deemed to be reporting entities and will be required to comply with the requirements of the
AML/CFT Act.

When we look at the statutory requirements of reporting entities, it is important to
remember that these requirements apply to all licensees.

Statutory requirements of reporting entities

The AML/CFT Act, Section 4 - Overview provides for AML/CFT requirements and
compliance. Specific relevant parts (refer to Appendix 1 - section 4 Overview, Part (3) for an
excerpt of the section) include:

e Provisions dealing with requirements on reporting entities to conduct due diligence
on customers and certain other persons

¢ Prohibitions on establishing or continuing business relationships and setting up
facilities in certain circumstances

e Provisions dealing with requirements on reporting entities to report suspicious
activities and their protection

e Requirements on reporting entities to report certain prescribed transactions

e Requirements on reporting entities to keep records (including storage and
destruction of records)

e Reporting entities’ internal policies and procedures
e A requirement to carry out a risk assessment

e Requirements to have AML/CFT programme to detect and manage the risk of
money laundering and financing of terrorism, to review and audit that programme;
and

e The requirement to report on the risk assessment and programme

e The requirement to appoint a compliance officer.
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In summary, the AML/CFT Act requires reporting entities to:

¢ Undertake a Risk Assessment to identify the money laundering and financing of
terrorism risks that you could expect in the course of running your business

e Develop an AML/CFT Programme that includes procedures to detect, deter, manage
and mitigate money laundering and the financing of terrorism

e Appoint a Compliance Officer to administer and maintain the AML/CFT programme

e Undertake Customer Due Diligence processes to verify the identity of your client and
others as required

e Report Suspicious Transactions
e Report Prescribed Transactions

e Establish Auditing and Annual Reporting systems and processes

&f‘[ Note

A reporting entity is required to undertake a risk assessment, develop an AML/CFT
programme, appoint a compliance officer (AMLCO), report annually on its risk
assessment and compliance programme and audit the risk assessment and
compliance programme every second year.

While some of these obligations are carried out at a management level, it is
important that all licensees are aware of, and understand, these obligations
as they relate to their day-to-day real estate agency work.

Customer due diligence and suspicious transaction reporting (Suspicious Activity
Reports (SARs) and Prescribed Transaction Reports (PTRs)) will be covered
separately later.
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AML/CFT Requirements

Risk Assessment
The DIA refers to the AML/CFT as a regulatory system that is risk-based.

This means that every real estate agency must carry out an assessment of the risk it is
exposed to from potential money launderers and terrorist financers.

AML/CFT Act Section 58 outlines the requirements for undertaking a risk assessment
(refer to Appendix 1 - Section 58 Risk Assessment).

The key priority of the reporting entity is to:

58 (1) “........ undertake an assessment of the risk of money laundering and the financing of
terrorism (a risk assessment) that it may reasonably expect to face in the course of its
business.’

When undertaking a risk assessment, regard should be given to:

58 (2) '....(a) the nature, size, and complexity of its business; and

(b) the products and services it offers; and

(c) the methods by which it delivers products and services to its customers; and
(d) the types of customers it deals with; and

(e) the countries it deals with; and

(f) the institutions it deals with; and

(g) any applicable guidance material produced by AML/CFT supervisors or the
Commissioner relating to risk assessments; and

(h) any other factors that may be provided for in regulations.

The Risk Assessment must be in writing and

58 (3) '....(a) identify the risks faced by the reporting entity in the ordinary course of its
business, and

(b) describe how the reporting entity will ensure that the assessment remains
current; and

(c) enable the reporting entity to determine the level of risk involved in relation to
the relevant obligations under the Act and its regulations.
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A reporting entity’s risk assessment will be specific to it, and each of the above factors must
be considered in relation to the particular attributes of the reporting entity.

In addition, when preparing a risk assessment, a reporting entity must consider any
guidance material produced by the DIA supervisor or the Finance Intelligence Unit (FIU).
Before undertaking a risk assessment, the following are key documents to have regard to:

e The National Risk Assessment (NRA) and FIU guidance material (accessible to
reporting entities registered with the FIU's goAML system)?

e Sector risk assessments (SRAs) produced by the AML/CFT supervisors?

e Industry-specific guidance - for example, DIA has produced the Lawyers and
Conveyancers Guideline®.

After identifying and recording the risks, the reporting entity must assess the likelihood of
each risk occurring and apply the risk assessment to its business through a compliance
programme.

AML/CFT programme and Compliance Officer

Every reporting entity must have an AML/CFT programme that enables the reporting
entity to detect money laundering and terrorism financing and manage and mitigate the risk
of those activities occurring. The AML/CFT programme must be a dynamic document, e.g.
one that is continually reviewed, edited and updated.

Every reporting entity must have a compliance officer. This person must be an
employee of the business (refer to Appendix 1 - section 56, Part(2)). If there are no
employees in the business, the reporting entity must appoint a person to act as the

compliance officer. If the business is a partnership, a partner of the business may be
appointed as the compliance officer and report to another partner.

The AML Compliance Officer (AMLCO) is responsible for administering the AML/CFT
programme and training. They must report to a senior manager of the business. A senior
manager is a director, or if not a company the equivalent role, such as a trustee or partner
or someone with influence in the business such as a chief executive or chief financial officer.

The compliance programme should set out who the senior managers are in a business. An
AMLCO can be shared among a Designated Business Group.

The AMLCO must also ensure they keep up-to-date with changes to methods and techniques
(typologies) of money laundering and terrorism financing. The FIU provides relevant
information and support with this.

2 http://bit.ly/2zpmWP]
3 http://bit.ly/2HPNEou
4 http://bit.ly/2GP2Bbi
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Requirements for the AML/CFT programme and compliance officer are set out in section 56
(refer to Appendix 1 - section 56) which states that a reporting entity must:

e Establish, implement, and maintain a written compliance programme
e Ensure the programme includes internal procedures, policies and controls to:

o Detect money laundering and the financing of terrorism
o Manage and mitigate the risk

o Review and report on the risk assessment and compliance programme
e Designate an employee as an AML/CFT Compliance Officer (AMLCO)

o Administer and maintain the compliance programme

Full details of the minimum requirements for AML/CFT programmes are set out in section
57 of the AML/CFT Act (refer to Appendix 1 - section 57).

A &gj Note

The AML/CFT programme must be in writing and based on the risk assessment
previously undertaken and include adequate and effective procedures, policies and
controls for:

o Vetting certain personnel including senior managers, AML/CFT
compliance officers and any other employees doing AML/CFT related
duties

o Training for all who are engaged in AML/CFT activities including senior
managers and the AMLCO

o Complying with customer due diligence requirements such as
determining when enhanced customer due diligence must be done and
when simplified customer due diligence may be permitted

o Reporting requirements for suspicious activity and prescribed
transactions

o Record keeping requirements

o Ongoing systems to continually manage and mitigate the risks of money
laundering and financing of terrorism

o Keeping and examining written findings in relation to transactions

o Keeping, examining and monitoring written findings in relation to
business relationships and transactions from/to other countries

Anti-Money Laundering: Your compliance requirements Page 25 of 99




REA

[NEETIEEE CA TS

What does this mean for Licensees?

Every licensee must know and understand the AML/CFT programme and the role they play
in ensuring their agency is operating in accordance with the programme and the Act.

Every licensee must know who their compliance officer (AMLCO), what their role is, why it is
important and how to contact them.

" Note

Every agent licensee should check with their insurer that they have sufficient
professional indemnity cover for protection against exposure to AML/CFT breaches.

This is not only important for the agent licensee, but also for the designated AMLCO
and all other licensees within the agency.

Complete the following details of your AML COMPLIANCE OFFICER (AMLCO) here:

Name:

Contact details:
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Record keeping requirements

AML/CFT Act Section 49 covers the obligation to keep transaction records.

& Key issue

The key issue to remember with record keeping is the ability to reconstruct the
transaction after the fact.

Refer to Appendix 1 - section 49 Part (1), which states:

49 Obligation to keep transaction records

(1) In relation to every transaction that is conducted through a reporting entity, the
reporting entity must keep those records that are reasonably necessary to enable that
transaction to be readily reconstructed at any time.

In addition to transaction records, reporting entities must keep:
e Suspicious activity reports
e Identity and verification records

e Records that show the establishment of the business relationship, for example the
agency agreement

e Records relating to the risk assessment and compliance programme
The DIA Guidelines December 2018 sets out specific requirements for retention of records.

https://www.dia.govt.nz/diawebsite.nsf/wpg URL/Services-Anti-Money-Laundering-Codes-
of-Practice-and-Guidelines#Real-Estate

These are as follows (refer to page 19 of DIA Guideline and Endnotes at the back of the
guideline for associated footnotes: #39, #40 and #42):

Racard type Retentien perind

Trarsaction jas definaed fnthe SMLICTT fct) secards 5 yaars frem the com pletion of the fransaction
suHicient to anabla the transactions to be fully raconstrocted
il ary Lirme*"

Aty repoits of sUsplelous actlyitles' 5yaars ater the raportis made

Identity and verification svidence (as reasonably necassary 4 yaars from the end of tha business relationship
tmenahle tha nature of tha reidance to be rapdily identifiad of the romplesinn of tha nrcasinnal sranzarsnn
at arey tirme ™ cr nckivily

Risk gzzessmants. AML/CFT proprammes and audizs 5 years ater the date onowhich they cease to be
sad an a regular basls

Infarmation relesant to the sstablizshment of a 2osiness 5 yagrs from the end of tha business relationship
relationshiz and any other record s that explain the namurs

ans purpose of a businass reletlonshiz and the activides

etk L Dl Dasinese, celalinnship?
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Auditing

Reporting entities must ensure their risk assessment and AML/CFT programme are audited
every two years, unless a different time period is prescribed according to section 59 of the
AML/CFT Act.

This must be carried out by an independent person appointed by the reporting entity who is
appropriately qualified (refer to Appendix 1 - section 59B). Furthermore, the auditor must
not have been involved in the establishment, implementation or maintenance of the
AML/CFT programme, or in undertaking the risk assessment.

Real estate agents are required to complete their first audit prior to 1 January
2021, i.e. two years from the date real estate agents were established as reporting entities
(1 January 2019).

Annual Reporting

The reporting entity is also required to prepare an annual report on its risk assessment and
AML/CFT programme (refer to AML/CFT Act section 60). This must be completed in the
prescribed form and is to be submitted to their relevant supervisor between 1 July and 31
August each year.

Real estate agents will be required to submit their first annual report to the DIA at
the end of August 2019 which will cover a six-month period (i.e. 1 January 2019 to
30 June 2019).

" Note

A reporting entity must make available its risk assessment, AML/CFT compliance
programme, audit reports and associated documents to the DIA at any time on
request.

Reporting entities that have branches and subsidiaries must ensure that the
branches and subsidies comply with the AML/CFT requirements relating to customer
due diligence, risk assessments, AML/CFT compliance programme and record
keeping (refer to Appendix 1 -AML/CFT Act section 61)

If a branch or subsidiary is in a country that does not permit carrying out AML/CFT
requirements, the reporting entity must inform the DIA and take additional steps to
manage the AML/CFT risks.
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_/.-"
Questions:

Read the following statements and decide whether they are true or false.

8. The Risk Assessment must be in writing.
True / False

9. The AML/CFT programme must be in writing.
True / False

10. As part of its compliance programme a reporting entity must vet senior
managers, compliance officers and all staff that are engaged in AML-CFT related
duties.

True / False

11. The key issue to remember regarding record keeping is the ability to reconstruct
the transaction after the fact and to provide your rationale.

True / False

12. Reporting entities are required to engage an auditor and ensure an audit of their
risk assessment and AML/CFT programme is conducted annually.

True / False
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Undertaking due diligence: your obligations

The AML/CFT Act requires customer due diligence (CDD) to be carried out by a reporting
entity on their customer.

Under the Real Estate Agents Act 2008 and its regulations and rules, we use the terms:

client to describe the person on whose behalf we carry out real estate agency work
(see s 4 Real Estate Agents Act 2008), and

customer to describe the person who is a party or potential party to a transaction but
not a prospective client and a client (see Real Estate Agents Act (Professional
Conduct and Client Care) Rules 2012)

Under the Real Estate Agents Act, a client is the person a real estate agency enters into an
agency agreement with.

In contrast, the AML/CFT Act 2009 uses the term customer to describe the person who a
licensee is working on behalf of i.e. who the agency agreement or business relationship is
with.

We need to clarify who our ‘customer’ is in terms of complying with the AML/CFT Act and
carrying out CDD.
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Who is our customer under the AML/CFT Act?

The real estate client is our AML/CFT customer

The Anti-Money Laundering and Countering Financing of Terrorism (Definitions) Regulations
2018 provides clarity of the definition of customer (as it applies to real estate) in section 5B,
as follows:

5B Definition of customer

For the purposes of paragraph (c) of the definition of customer in section 5(1) of the
Act, a customer, in relation to a real estate agent (as defined in section 4(1) of the
Real Estate Agents Act 2008)—

(a) means a client (as defined in section 4(1) of the Real Estate Agents Act 2008)
of that real estate agent; and

(b) does not include any party to a real estate transaction on whose behalf the real
estate agent is not carrying out real estate agency work; but

(c) despite paragraph (b), includes a person who conducts an occasional transaction5
with a real estate agent.

Therefore, real estate agents are required to carry out CDD on their client — the person(s)
who an agent carries out real estate agency work for and on behalf of, and who is
in an agency relationship with the agent.

The client (as referred to in the Real Estate Agent Act 2008)
IS
The customer (as referred to in the AML/CFT Act 2009)

So, the customer that CDD must be carried out on (according to AML/CFT requirements) is
the party you are entering into an agency agreement with (the client).

The customer will generally be the vendor, but CDD is also required on a buyer when:
1. A SAR is filed on a buyer

2. $10,000 or more in cash is deposited into the agency’s trust account
3. A deposit is refunded

4. A buyer’s agency agreement is entered into.

5 We will cover conducting CDD on a person in relation to an occasional transaction in the section on
Occasional customers that follows
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Customer Due Diligence

One of the key aspects of the AML/CFT Act that applies to all licensees is knowledge,
understanding and compliance with customer due diligence (CDD) requirements.

A licensee must know who their customer is.

AML/CFT Act, Section 11 - Customer due diligence, Parts (1) & (2) (refer to
Appendix 2) sets out the obligations and requirements for reporting entities to conduct
customer due diligence on:

e A customer (i.e. real estate client) - vendor/lessor or purchaser
¢ Any beneficial owner* of a customer
e Any person acting on behalf** of a customer - power of attorney

To fully understand how due diligence applies within a real estate transaction, we will first
look at each of the categories set out in section 11(1) & (2), as interpreted within AML/CFT
Act, Section 5 interpretation.

customer—

(a) means a new customer or an existing customer; and

(b) includes—
(i) a facility holder:

(ii) a person conducting or seeking to conduct an occasional transaction
or activity through a reporting entity:

(iii) a junket organiser as defined in section 4(1) of the Gambling Act 2003:
(iv) a person or class of persons declared by regulations to be a customer for
the purposes of this Act; but

(c) excludes a person or class of persons that is declared by regulations not to be a
customer for the purposes of this Act

An existing customer means - a customer who is in a business relationship® prior to the
AML/CFT Act applying to the reporting entity.

A facility holder - has an account or arrangement that is provided by the reporting entity.

A transaction (according to section 5) - means any deposit, withdrawal, exchange, or
transfer of funds (in any dominated currency), whether in cash; or by cheque, payment
order, or other instruments; or by electronic or other non-physical means.

beneficial owner* means the individual who—

(a) has effective control of a customer or person on whose behalf a transaction is
conducted; or

(b) owns a prescribed threshold of the customer or person on whose behalf a
transaction is conducted

6 Business relationship in terms of real estate means - a signed agency agreement is in place

Anti-Money Laundering: Your compliance requirements Page 32 of 99




REA

[NEETIEEE CA TS

The term person acting on behalf** is a common law concept, which is integral to the real
estate industry as an agent acting on behalf of the principal to bring about a transaction.
Other examples of acting on behalf of someone include -

e A trustee acting on behalf of a trust

e Power of attorney (assignee) acting on behalf of the assignor
e Executor acting on behalf of an estate

e A director acting on behalf of a company

Refer to DIA Guideline (below and page 23 of the December 2018 version, and the Endnotes
at the back of the document for footnote #66)

Tou must aiso l:llll'l'lph'-_'tff COD on: Faor examples

&y brenediciid oaaner= ol @ clivnt Aormsonic vibio o sinre ean 25 porcend al @ compang Thal is
gt aliant
Sornearie sahien s aoffoctive contral ol oenpasmy Thisl is your
client

Any parson acting o0 bahalf of 2 cliant A persan agercising 0 pawer of ettorney for wour cliant
Alagal guardian acting 2n behalf of & mingewha is your ctient
An emploves whs has the authority to.act ¢a kehalf of 2 company
that is your cliert

Source: DIA Guideline: December 2018

https://www.dia.govt.nz/diawebsite.nsf/wpg URL/Services-Anti-Money-Laundering-Codes-
of-Practice-and-Guidelines#Real-Estate

You must also complete CDD on:
e An existing customer, or

¢ Anyone who conducts occasional activity or an occasional transaction with you.

Anti-Money Laundering: Your compliance requirements Page 33 of 99




REA

[NEETIEEE CA TS

Existing customer (existing client)

The AML/CFT Act defines an existing customer as:

‘a person who was [actively’] in a business relationship with a reporting entity
immediately before the Act began applying to the reporting entity’.

CDD must be carried out on an existing customer if there has been a material
change in the nature or purpose of the business relationship, and you have insufficient
information about that customer (client).

The DIA states a material change as:

'....an event, activity or situation that you identify that could change the level of ML/TF risk
you may encounter’.

Occasional customers

According to the DIA, real estate agents are ‘not required to carry out CDD on a person that
is not your customer, other than in certain circumstances.’

An occasional customer is where a person carries out an occasional activity, or an occasional
transaction where no business relationship has been established (refer to Appendix 3).

As noted in the DIA Guideline (refer to page 23, December 2018 version)

‘When a person conducts an occasional activity or occasional transaction through your real
estate business, that activity is covered by the AML/CFT Act.

The person becomes a customer of yours, even though you do not have an agency
agreement with them.

As a licensee, you must comply with the requirements of the Act (including submitting
SARs) in relation to that person.

These requirements are additional to your CDD obligations relating to the customer that
you have a business relationship with.’

Therefore, CDD must also be carried out on individuals that conduct an occasional activity or
occasional transaction through a real estate agency.

A situation where an occasional transaction may occur is provided in the DIA Guideline as
follows:

‘If you receive funds from a party to a real estate transaction that is not your customer
(i.e. is not the person you have an agency agreement with) of NZ$10,000 or more in cash
(e.g. physical cash or cheque).’

7 Any client that is currently in an agency agreement with the agent as of 1 January 2019
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g/ Example of the occasional transaction from DIA Guideline
December 2018

When selling a house for a [real estate] client (who signs an agency agreement with
you), you must comply with the requirements of the Act in relation to that client. In
addition, if the purchaser of the house pays you funds (whether as a deposit or a
settlement payment) of NZ$10,000 or more in physical cash or by cheque, you must
also comply with the Act in relation to the purchaser (who is conducting an
occasional transaction with you).

Customer due diligence levels

AML/CFT Act, Section 11 Part (3) (refer to Appendix 2) sets out three levels of customer
due diligence required to be conducted, based on prescribed circumstances. These are:

e Standard customer due diligence (refer section 14 — Appendix 2)
e Simplified customer due diligence (refer section 18 — Appendix 2)

e Enhanced customer due diligence (refer section 22 - Appendix 2)

" Note

Section 11 Part (4) states that once you have undertaken a CDD in accordance with
the AML/CFT Act, you are NOT required to carry out another CDD (obtain or verify
documents, data, or information previously obtained) UNLESS there are reasonable
grounds to doubt the ‘adequacy or veracity’ of the information.

This means a licensee will not be required to undertake another CDD on a repeat
customer unless you have reasons to doubt the adequacy or veracity of the
information previously obtained. For example, where there has been a material
change in the nature or purpose of the business relationship, and you have
insufficient information about that customer (client).
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/
Questions:

Read the following statements and decide whether they are true or false.

13. A customer as defined in section 5(1) of the AML/CFT Act means the client as
defined in section 4(1) of the Real Estate Agents Act.
True / False

14. An existing customer means - a customer who is in a business relationship prior
to the AML/CFT Act applying to the reporting entity

True / False
15. Customer Due Diligence is specified under two categories:
e Standard customer due diligence (refer section 14)
e Enhanced customer due diligence (refer section 22)
True / False
16. A licensee will not be required to undertake another CDD on a ‘repeat’ customer
unless you have reasons to doubt the adequacy or veracity of the information

previously obtained, or if their identification has expired.

True / False
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Levels of customer due diligence

Standard customer due diligence

According to the DIA:

‘Standard customer due diligence will apply to most residential and commercial property
transactions in New Zealand’.

Standard customer due diligence (refer to Appendix 2, section 14) is required:
e If the reporting entity establishes a business relationship with a new customer

e If a customer seeks to conduct an occasional transaction or activity through the
reporting entity

e If, in relation to an existing customer, and according to the level of risk involved,
there has been a material change in the nature or purpose of the business
relationship; and the reporting entity considers that it has insufficient information
about the customer.

In addition to the above, as soon as a reporting entity becomes aware that an existing
account is anonymous, standard customer due diligence must be conducted on that account.

Furthermore, regulations may be made in future that set out other circumstances when
standard customer due diligence must be conducted.

Identity & verification requirements

Section 15 Standard customer due diligence; identity requirements, states that a
reporting entity is required to obtain the following information:

A reporting entity must obtain the following identity information in relation to the
persons referred to in section 11(1) [as noted above]:

(a) the person’s full name; and

(b) the person’s date of birth; and

(c) if the person is not the customer, the person’s relationship to the customer; and
(d) the person’s address or registered office; and

(e) the person’s company identifier or registration number

You are also required to obtain ‘information about the nature and purpose of the proposed
business relationship with the customer, and sufficient information to determine whether
enhanced CDD needs to be conducted on the customer’ (refer section 17).
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In addition to the identity requirements stated within section 15, the reporting entity is
required to carry out verification of identity, as set out in section 16, which states:

Section 16 Standard customer due diligence; verification of identity requirements
(1) A reporting entity must—

(a) take reasonable steps to satisfy itself that the information obtained under
section 15 is correct; and

(b) according to the level of risk involved, take reasonable steps to verify any
beneficial owner’s identity so that the reporting entity is satisfied that it knows
who the beneficial owner is; and

(c) if a person is acting on behalf of the customer, according to the level of risk
involved, take reasonable steps to verify the person’s identity and authority
to act on behalf of the customer so that the reporting entity is satisfied it
knows who the person is and that the person has authority to act on behalf of the
customer; and

(d) verify any other information prescribed by regulations.

The reporting entity must take reasonable steps to carry out verification of the identity
information gathered before establishing a business relationship or conducting an occasional
transaction or activity (refer to section 16(2)).

Section 16(3) provides an option for verification to be completed after the business
relationship has been established:

(3) Verification of identity may be completed after the business relationship has been
established if—

(a) it is essential not to interrupt normal business practice; and

(b) money laundering and financing of terrorism risks are effectively managed
through procedures of transaction limitations and account monitoring or (if the
reporting entity is not a financial institution) through other appropriate risk
management procedures; and

(c) verification of identity is completed as soon as is practicable once the business
relationship has been established.

Note: this delay is only in relation to the business relationship, and not in relation to the
transaction.

Verification must be completed as soon as is practicable; and must be actioned prior to any
sale/lease agreement being entered into.
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Timing of due diligence

Further clarity around the timing of due diligence has been addressed in the Anti-Money
Laundering and Countering Financing of Terrorism (Definitions) Amendment Regulations
2018 effective from 1 January 2019.

The insertion of section 24A into the principal regulations (i.e. the AML/CFT (Definition)
Regulations 2011) states:

24A Time at which real estate agents must conduct customer due diligence

For the purpose of sections 14(3), 18(3A), and 22(6) of the Act, a real estate agent must
conduct customer due diligence before the real estate agent enters into an agency
agreement (within the meaning of section 4(1) of the Real Estate Agents Act 2008) with a
customer.

It is clear from regulation 24A that due diligence must be completed before an agency
agreement is entered into8. This includes the requirement to carry out verification.

Agents should be cautioned that only in very rare cases might it be appropriate to consider
deferring completion of due diligence until after an agency agreement has been executed.

As noted in the DIA Guideline document (page 36, December 2018);

'...instances of delaying the verification of client identity information should be rare. The
reasons for delaying verification should be fact-based, justifiable and recorded.’

Summary of standard customer due diligence

e Identity - full name, date of birth, and, if not the customer - their relationship to
the customer, their address or registered office, company identifier or registration
number

¢ Verification - check the identity information is correct, including beneficial owner if
applicable. For example - passport to verify nhame and date of birth; utility bill to
verify address; check company registrar’s office to verify company details/director(s)
names

¢ Additional information - nature/purpose of business relationship of the customer;
decide if enhanced customer due diligence is required

8 ‘enters into’ - as stated in section 24A above. Furthermore, CDD conducted after the client has signed the
agency agreement, but prior to the real estate agency signing the agency agreement is likely to comply with
Regulation 24A. This is not really relevant to the AML discussion.
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Simplified customer due diligence
According to the DIA

simplified customer due diligence might apply if:
e A local council engages you to sell one of their properties
e You are engaged to sell a property for a state-owned enterprise

e You are engaged by a publicly listed company

Simplified customer due diligence (section 18 (1) - refer Appendix 2) may be conducted
by a reporting entity if:

e It establishes a business relationship with one of the customers specified in section
18(2) of the AML/CFT Act; or

e One of the customers specified in section 18 (2) conducts an occasional transaction
or activity through the reporting entity; or

e A customer conducts a transaction or obtains a product or service specified in
regulations through the reporting entity

The customers listed in section 18 (2) are primarily state sector government departments, or
a company whose equity securities are publicly listed in New Zealand or on an overseas
stock exchange that has sufficient disclosure requirements.
Examples highlighted by the DIA include:

e Government departments

e Local authorities

e New Zealand Police

e State-owned enterprises

e Crown entities

e Registered banks

When engaged by a customer as noted above, you are required to record the full name of
the entity and include a brief explanation of how it falls under section 18(2).

Simplified due diligence can also be conducted on a person acting on behalf of an existing

customer, if standard or enhanced CDD has been done on that customer (Refer to AML/CFT
Act, section 18 Part(3)).
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Identity & verification requirements
The relevant identity requirements of the person acting on behalf of the entity when
undertaking a simplified customer due diligence are set out in section 19 and include:

19 Simplified customer due diligence: identity requirements

A reporting entity must obtain the following identity information in relation to a person
acting on behalf of the customer:

(a) the person’s full name; and
(b) the person’s date of birth; and

(c) the person’s relationship to the customer

You are also required to obtain information about the nature and purpose of the proposed
business relationship between you and your customer.

You must take reasonable steps to verify the identity of a person acting on behalf of a
customer and their authority to act (refer section 20 — Appendix 2).

You do not have to identify or verify the identity of a beneficial owner of a customer for
whom you have conducted simplified customer due diligence.

Remember regulation 24A states that due diligence must be completed before an agency
agreement is entered into. This includes the requirement to carry out verification.

Simplified customer due diligence - Summary

e Identity - full name, date of birth, their relationship to the customer, anything
further required under the regulations

e Verification - check the identity information is correct (e.g. passport to verify
name/date of birth; utility bill to verify address; check company registrar’s office to
verify company details/director(s) names); verification must be carried out before
the business relationship is established or the occasional transaction or activity is
conducted; identity and verification of the identity of a beneficial owner of the
customer is not necessary.

e Additional information — nature/purpose of business relationship of customer
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Enhanced customer due diligence
Enhanced customer due diligence (refer section 22) applies if:

e The reporting entity establishes a business relationship with a customer, and/or if a
customer seeks to conduct an occasional transaction or activity through the reporting
entity, and that customer is:

o a trust or another vehicle for holding personal assets

o a non-New Zealand resident from a country that has insufficient anti-money
laundering and countering financing of terrorism systems or measures in
place

° acompany with nominee shareholders® or shares in bearer form?°

e The customer seeks to conduct a complex, unusually large transaction or an unusual
pattern of transactions that have no apparent or visible economic or lawful purpose

¢ When a reporting entity considers that the level of risk warrants an enhanced CDD

The DIA also requires an enhanced CDD to be carried out when you have cause to submit a
suspicious activity report to the FIU.

It is essential that information about your customer’s source of wealth or source of funds is
obtained, recorded and verified when carrying out an enhanced CDD.

Additional care should be given where a customer’s source of funds or wealth has come from
their beneficial owner(s).

Identity & verification requirements
The identity requirements for enhanced CDD include:
a. the person’s full name; and
b. the person’s date of birth; and
if the person is not the customer, the person’s relationship to the customer; and
the person’s address!! or registered office; and

the person’s company identifier or registration number; and

-~ 0 a0

any information prescribed by regulations

9 Nominee shareholder means a person who holds shares on behalf of the actual owner (beneficial owner)
10 Bearer form means a security that is not registered to an owner
11 Note: A Trust is not an independent legal entity. As such, they are not required to have a

physical address. However, Agents must ensure they obtain the physical address of at ALL
trustees.
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AML/CFT Act Section 23 (refer to Appendix 2) states the reporting entity must obtain:
e information relating to the source of funds; or wealth of the customer
e if a trust, the name and date of birth of each beneficiary of the trust

e if a discretionary trust or charitable trust or a trust with more than 10
beneficiaries, a description of

o each class or type of beneficiary

o if a charitable trust, the objects of the trust

Furthermore, the reporting entity must take reasonable steps to ensure information
gathered is correct and carry out verification of any beneficial owner’s identity. You must
also take reasonable steps to verify the person’s identity and authority to act on behalf of
the customer so that the reporting entity is satisfied it knows who the person is and that the
person has authority to act on behalf of the customer.

The reporting entity must carry out verification of identity before establishing a business
relationship or conducting an occasional transaction or activity. However, section 24(3)
outlines verification may be completed after the business relationship has been established
if:

(a) it is essential not to interrupt normal business practice; and

(b) money laundering and financing of terrorism risks are effectively managed
through procedures of transaction limitations and account monitoring or (if the
reporting entity is not a financial institution) through other appropriate risk
management procedures; and

(c) verification of identity is completed as soon as is practicable once the business
relationship has been established

(refer to section 24 — Appendix 2).

Remember, AML/CFT Act regulation 24A states that due diligence must be completed before
an agency agreement is entered into.

24A Time at which real estate agents must conduct customer due diligence

For the purpose of sections 14(3), 18(3A), and 22(6) of the Act, a real estate agent must
conduct customer due diligence before the real estate agent enters into an agency
agreement (within the meaning of section 4(1) of the Real Estate Agents Act 2008) with a
customer.

This includes the requirement to carry out verification. Agents should be cautioned that only
in very rare cases might it be appropriate to consider deferring completion of due diligence
until after an agency agreement has been executed (refer page 36 of the DIA guidance,
December 2018).

The reporting entity must also obtain information on the nature and purpose of the proposed
business relationship between the customer and the reporting entity (refer section 25 -
Appendix 2).
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Additional enhanced CDD requirements

The AML/CFT Act sets additional requirements where enhanced CDD must be conducted.
These are set out in section 22 and correspond to the following:

e Section 22(2): politically exposed person (PEP) (refer section 26 — Appendix 2)
e Section 22(3): wire transfers (refer sections 27 & 28 - Appendix 2)
e Section 22(4): use of new or developing technologies
You must conduct an enhanced CDD when:
e You determine that your customer is a PEP

e You are an ordering institution!?, an intermediary institution, or a beneficiary
institution in relation to a wire transfer

e You are ‘undertaking an activity that involves the use of new or developing
technologies that may favour anonymity’

e Your customer is a trust

Licensees should refer all queries about enhanced CDD to their AMLCO to ensure
compliance.

12 ordering institution—

(a) means any person who has been instructed by a person (the payer) to electronically transfer funds
controlled by the payer to a person (the payee) who may or may not be the payer on the basis that the
transferred funds will be made available to the payee by a beneficiary institution; and

(b) includes a person declared by regulations to be an ordering institution for the purposes of this Act; but
(c) excludes a person or class of persons declared by regulations not to be an ordering institution for the
purposes of this Act
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e Identity - full name, date of birth, if not the customer - their relationship to the
customer, their address or registered office, company identifier or registration
number, and information relating to the source of funds; or wealth of the customer

o If a trust, the name and date of birth of each beneficiary of the trust

o If a discretionary trust or charitable trust or a trust with more than 10
beneficiaries, a description of

= each class or type of beneficiary

= if a charitable trust, the objects of the trust

e Verification - check that identity information is correct, including ‘beneficial owner’
if applicable (e.g. passport to verify name/date of birth; utility bill to verify address;
check company registrar’s office to verify company details/director(s) names);
verification must be carried out before the business relationship is established or the
occasional transaction or activity is conducted

e Additional information
o Nature or purpose of business relationship of the customer

o Source of funds or source of wealth

Questions:
Read the following statements and decide whether they are true or false.

17. A The AML/CFT Act requires all reporting entities to undertake customer due
diligence

True / False

18. There are four categories of customer due diligence
True / False

19. Simplified Customer Due Diligence applies primarily to state sector government
departments, or a company whose equity securities are publicly listed in New
Zealand or on an overseas stock exchange that has sufficient disclosure
requirements

True / False

20. When a reporting entity’s customer is a trust, whether a discretionary trust or a
charitable trust, an enhanced customer due diligence must be undertaken

True / False
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Steps to follow when assessing CDD requirements

The DIA has provided examples within their Guideline document.

Each example sets out the recommended steps that a licensee should follow in order to
assess the appropriate level of CDD required.

These steps are as follows:

1. Identify which criteria your customer meets to decide the level of CDD you must
do.

Refer to your in-house AML/CFT programme to help with criteria assessment

2. Obtain information about the nature and purpose of the proposed business
relationship

3. Identify all relevant persons who need to be identified e.g. individuals, trustees,
company directors

4. Make a determination of the level of ML/TF risk involved

5. Gather identity information and, according to the level of risk, verify the identity
of relevant persons, including natural persons using the Amended Identity
Verification Code of Practice 2013 [and the associated Explanatory Note]'3
(refer Appendix 4). Also, verify the customer’s source of wealth or source of
funds if required

6. If the identity information and verification requirements are satisfied, then you
can proceed with the customer’s instructions.

13 Identity verification needs to be done by collecting and sighting documents, data, or information provided
from a reliable source. You are required to keep records of this information. The Amended Identity Verification
Code of Practice 2013 provides suggested best practice for anyone conducting name and date of birth identity
verification on clients (that are natural persons) who have been assessed to be low to medium risk. The
Amended Identity Verification Code of Practice 2013 should be read in tandem with the Explanatory Note.
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These examples are reproduced from the DIA Guideline - December 2018

Example 1 — Standard CDD: residential

Simple residential sale - individual as clicnt

Client

Residential property - vendar as client

Covered activity

Level af COO raquired

Selling family homee
Standard CDO

=1

Steps to complete

Identify which criteria wour
client merss i odecde the lewsl
ol CO0 you mieslde

Shtaid ieformation abaut the
ramre and purzase of the
propoead businras relbinnsbip.

Idertify all rel@vant perzons
wihio nesd to b2 identified,

Mabie a deterrnination of the
level af MLTF risk invaleed

dather tentily infarmation and,
accarding bn the laovwel nf risk,
wieily e identity af relavand
parson, including suature|
peraons reing the amendad
Idertity Verdoation Code of
Practice 2013, Alsoverity tha
chant’s zourc2 of wealth or
szunca of funds if s==quired.

If the Identioy irformation and
verficatlon requUirsIments are
satlzdlad, ther vou can pracesd
with tha clients instrucazns,

Howi this applies to the example

Aocorzing w your Al LOCET programme, this client mests the coiteria for
standard S0

YWourclient is a natural person and a Bew fealand resident f'-Fl"i.'-jTl their
farnily horna, Your clignt explains that thay are selling their zropery ta
e Db parcbease of 2 nee Larger hoss.

Tha chantis the owner af the house There iz no reason t2 Eeliaye the
zh=ntis acting on behalf of any omer perzen. Thersfore, vou et ths
client = alsn heies the sale bensfiial ownsr.

you determing the clisnt presents law MLTE risk, This s zased an the
fallowe gz shey are not e salitically expased person [PER), no cash

i inwnlaed, Sy e s Mo Fealand resiaenl, hay bisve g lawe risk

s iFne, aried their bebassioor is antively sl Lee Prepclivily being
L ertakaai.

o akrtain ired verilfy e identity af vour client by sighling thair cursenl
M Tealand passgact, Yo aitain the client's address from a recent bank
statemmont, You Lakis clesr comies ol all relosant Secumonts and diale and
siprn theern Thiene is mionead Lo doetenming soaree ol wealth or souee al
fuinds.

Hawlng meat the criberia of the Aoz, you proceed vith tha sale of the
rasidential property.
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Example 2 - Standard CDD: commercial

Commercial property sale - company as client

Client
Covered activity

Local company - not listod on stack axchango

Selling thair businezs and premises

Lerwed of €00 reguired

Steps to complate

lzenufewhich crioariawour client mests
dacide the evel of CO0 You must da.

Cikzain information abowt the nature
and purpase of the proposed Susness
relationship.

Standard COO

How this applies to the example

the cliant 1s 2 cocal com pany with numersus gwners. All are
rasldent i Kew Zealand and ne aleh-rak factes appear 1o ke
prasent. You deal diractiy with the CE, wha 1210 Maw fealand.
You declde b canduct shand and COO.

The .oral comzany warts tz 22l its sxisv g commaroal propety
and buy o bigger property so extend ths abilicy fo carmy out its
businass. The company s relatively nave and iz expanding its
pradust range

Icentity all relevant parsons who need ta
Lrer icdenilifics:.

Farthis cllent, 1t 1s apparant that cwmnarship iz spread awsr

i vz af individaals: none sPwhom aein mass Ehan

25 FL"II’.E—I"T. I s Case, because ra Individual ovsns morns
LEraArs 2o pesraarn s, THese i rn DesaliciAl coamiet o s bass ol
share "I-\"_‘“.I'Jll'li.';. | |Lll.'|'-:'!'.-'ﬂl.'!,'l'.IIJ el S naed T considar welietho
Lhasre are berelicial cosemees basead an braiep eleclive coonloml
Linderstonding the managsment and goverranos strucgre

nf your cliend falps oo establish that the CFO = the peraan
with effective cortrol of the client, This meansthat thay area
haneficiz! panar, The CECs also the zerson coting on behallof
the company,
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G.

Flake a detarmination af The leesl al ML
T rlsk Tseolved.

Gatheridentty information and,
arcording tothe vel of risk, warify tha
Idantity of r2levant perzon:, iIncluding
natural personsuzing the &mended
Identity Warficaton Code ct Practice
2713 Alsooverify the client’s sounza of
wealtt ar source of funds IF raquired.

It the Identizy Infarmaton and warfcation
rouirerne it are sa Ealicod, T yau can
prresriedd waTE I e Cliont s insbrictions,

Bedther B coapany D Be CEO s assoniated with any 2igh
rizs factars idantifiad In your sk assessment. Yoau determine
Ll Thae ccsmprany prosan g o visk and resguires s Sarmdand CR

With standard COD for cormpanes, 172 informaton vou require
frorn wour cliznt iz as followes:

«  Fulllzgal narme and traging name [if diffzrent)

«  Princizal Fusness address or registered office add ress

= Company identifler ar registraticn number

Campary structura 2 nd arrangements shaukd be vanfiad

uslng docurmeats, cata orinformration ssued by raliakle and
indepandent saurcas - for instancs, campanry cortificates,
annuzl reports, Intemet sazrches an reputable directones,

o @ Hstaf directars, For The SFS, vou obGain and wenity thoir
name and date of birh by Sigating their ircanms licence (3
pritrary foemn ol phealooidestilicatice)., They also prosidie 2

ubifify bl ter werrfly Pk aelebress, You Gakae clesr copivs al all
relevant doourment: and date and sign them Thereis ro reed to
determine source of wealth or sooree ol Tunds;.

vou procesd with the sale of the commernclal progay.
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Example 3 - Simplified CDD: commercial

Cllent

Cowered activity

Lewel of COO required

Mew Zealand listed company
LZalling commercial prapsrty
Slrnplefied

F

Stops to compicta

dentify which criteria vour client
mests thdecde e leve of COE
wol misk oo,

CGztain infarmation about the
nature and purpose of the propeser
Fusiress relationship,

How this applias to tha cxample

Do ir||_='| T wodir AMLICFT progreme, Lhis ree clisrt rpeets Hhs
criceria for simplified COD as i1z a company listed an the Hew Zealand
stk enchange

our client is selling commercial property that is surplus to their nesds
as they doven-size, Ever though you are cendacting stmplified 00
wou must still obtain infzrmatian an the ratuss and purpose ofthe
buziness relationship.

i,
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deatity all relewant parsons wha
need o e identifies,

E

ke a detsrrmination af the l=yal nf
Wil (TF risk ineoleeed

Gather icentty Inforrmation and,
according tothe teesl af risk, verify
tha identizy of relevant parsans,
ircluding natural persans using the
amendad Identity Yerlfication Lode
af Practlca 2003, also vafy tha
cllert's source of weald or source of
funds if required.

I inarielendisy infoomatice aned
werilEcation iguiremenls are
=atisfied, then vou ean proveed wilh
e cliee s imsceaclions.

Tra cliantiz g Bow Dealana [SEea aompany. You do ool eeod o
identify orwerlby the loantty of any Beneticial ovmars of tha compan.
Newat il e D idesFirg Ehe amgloyos af The clical that gaea are
czaling with and thalr ralatlcazhip to the client

e daterming thiat the cliert is iowe fisk given they are o reputable
listest cxmmipraary oo Thee Sowe Jealand stock sacbangg, beoaded oo, theey
ar nl nesalved e any feahe vz aalivilics ar furisdiclions, and hawve
rad frven saiecl e crimingd or civil seections relaling e 81 TE

izw de notneed o idantfy eresnfy the identizy of benefical owners
ofthe cliant 23 zarcof zimglified COD Yoo will 20l need the company’s
full legzl name and should s2cord how the core pany qualifies for
zrplified COCL You arz dealing with an emplayvee of the company
whio s 2ctling on behal? of T2 cleant You a2el to abztala and werlty
theabr dentity Inforrmation and authorty to act. vou obtain the parsan's
full rame and date of birth v sighing thelr passoort, You tske clear
copigs and date gl relevent docurnsnis. The employee providas a
formal lestar of authosisation on headed paper, You ara satisfed that
they heve authoretty to a0t on benalf of the company. touw taks aclear
copy 2t the formez | letter and date and signic Thare is ro nzed o

determing source of veea fth or sounce of funds.,

Hisviriz muel The criteria ol (e el vou procesd wilh The salo of (e
prreigeeriy.
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Example 4 — Enhanced CDD: family trust

Client Residential vendor - family trust as client
Covered activity Sellin g investment propearty
Level of COD required Enhanced CDD
Steps to complete How this applies to the example
1. Identify which criteria your client According to your AML/CFT programmee, this client meets the criteria
meets to decide the level of CDDyou | for enhanced CDD as itis a trust.
must do.

2. Obtain information about the nature | Your clientis a family trust selling an investment property. The
and purpose of the proposed business | trustee of the trust is the mother of the family. She is now retired and
relationship. explains that the property is being sold to free up the equity it has
accrued over the last ten years. This is to assist her two children, whao
are the beneficiaries,

3. Identify all relevant persons who need | CDD will be required on the trust. You identify via the trust deed that
to be identified. there are two equal beneficiaries of the trust. As each beneficiary
has an interest in over 25% of the trust property, each of them are
beneficial owners and CDD must be conducted on them. You identify
that the persen you are dealing with, the mother, is the only trustee.
You determine that she has effective control over the trust and
is therefore also a beneficial owner. As this is a trust you are also
required to examine its source of wealth or source of funds.

4, Make adetermination of the level of | You determine the trust presents a low to medium level of ML/TF
ML/TF risk imvolved. risk. This is based on the following: they are a trust, the beneficiaries

are all New Zealand residents, the property has been in the trust

for ten years, and the only other asset held by the trust is the family

home. There are no PEPs involved, and there is only one family

member with effective control over the client. Despite your low

to medium risk rating, enhanced CDD is required by the Act. You

conduct enhanced CDD according to the level of risk presented by

the client.
5. Gather identity information and, The information required to identify the trust is:
according to the level of risk, verify «  Full name of the trust
the identity of relevant persons, «  Address of the trust

including natural persons using the +  Name, date of birth and address of each beneficiary

Amended Identity Verification Code of | «  Name, date of birth and address of the trustee

Practice 2013. Also verify the client’s |«  Source of wealth or source of funds of the trust

source of wealth or source of funds if | You gather the information on the trust by sighting the original trust
required. deed {of which you take a good quality copy and date and sign it). In
relation to the trustee and the beneficiaries, you sight their current
Mew Zealand driver licences and credit cards in their name to verify
their names and birth dates. You also obtain and verify the address
of the beneficiaries and trustee via provided bank statements.

You take clear copies of all relevant documents and date and sign
them. To verify the source of wealth or source of funds of the trust,
you obtain other documents, including bank records and accounts
audited by an accountant for the last three years. This shows that
the investment property has been rented out to tenants, and that
the trust has been paying tax on the income received.

6. If the identity information and Having met the criteria of the Act, you proceed with the sale of
verification requirements are investment property.
satisfied, then you can proceed with
the client’s instructions.
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Example 5 - Enhanced CDD: residential Politically Exposed Person (PEP)

Resldaentlal sale - PEP as cllent

Cllant
Cowered activity

Lewel of COD required

Ciarsaas companty
Selling investment properly in e Zealand

Enhanced CO:D

Staps to comiplate

1. lgentfy which
Crfberia e Cllent
ricels Lo decide Lhis
lel af SO0 ol
st o

Cigain Intormeanisn
abowl Ui rialune:
and purpose ol Lhe
propased business
ralatinnship

Fad

I Identity all ralavarnt
prorsons who nocd
w1 hesdennfisd.

How this applias to the axampla

vour clizntis ar averseas company from a Rigi2r-risk urisdict on that iz nat Istad ona
stock excha 126 They wish te sell thelr Mew Zzalard based property 8o A3 INE T Yo
AMOCET programene, Lris clienl mests Che criteniz Tor enbanoed CEDL Cormpanios Lhal
arz grographically or finpncizlly linkod te kighar risk countries, arinclude 2F 2=, moy

hrvr incranssd M1 STF pisks.

vour chiant 15 selling the Mew Zzaland Investmert property te another company from
Ll zamie high-sisk jurisaiclion. The clienl is odared by @ aurnbe of olber companie
brgzesd i Lhic s jurisdizlion, Mote: T infoomation Gral oo baee o ered ae the
nitiers and prrpose nf the husines: relatinnship oo will Rawe wnta woar client may
alsm halz datermina the LS TF ask that thew may pose

LUnderstanding the rranagament and governsnde stucture ot eoar Clert will help

you Toestiblish the beneficin] senors of your client, Tha company stractare g
aprrangermeats should be eerificd using documants, data ariformation ssaod by
rellable and ndspendent SOUMCE: = tar Instards, colmpany c2rmificames:, annual reports,
Internes searcheson raputable directasies, arallstaf gdirectors, Yoo datermine that
gour Ll fas e Fedlowing taenelicial ownaislip sbioclurne:

vaur clicnt i Eazh cumpany Howmuer, Mrs

avasied by e oy 200 of Eowis Batl
companies the clicnt Campany i and
&BCDandE L. This m=an:
aba avna 4095

nd the cli=rnk arul
iz a b=naficial

L ADuimpary & R vt
’J-__.---:-:mper'-.-ﬂ Mz B
Client .i_:"'_ - — — Company C Birs
= L. Lempany D — P D
% “Cnmpany E MrE

fou must identify ana werfe tha iderticy a7 all heraficial awners. The compary has
Froe diredt e, @adhawning an agual armount of e Jdient. The Genefi<ial e
Elhiressiz 2 undar the St 12 Ssimedas wWie OWns mone Tian 25% ot the cllent. Twa of the
v direel ewners (Cormpanias B e O are wholly pened by Mes B b such, Bes B
= manefizial eamer of he cliant, &5 patof CO0 2 undartake a check nn M S ta e
It sna s a FEF This comes back posiove as voul ldentife that s B was urtll recentiy
@ tighr raeking puolilivian inclhe overseas jurisdiclion, You deal dizocily wills e e
Zowland managing dircclor of the company, M Foos weell as scling o boeball of the
comzany, you detennine that Bk also bas effective conteg of the company. RIS
rnazas that you slso naes tooonduct CHODoe Wk, Yoo de nat have te conduct COO
on the company from the high-risk jurisdiction purchasing the property, as they
anz nat your cliont.
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Wiske a
datermination of
tha lavel of ML/TF
“isk imvnlvad,

o adelerreine e companes presents a high lescl of 8MiTF iz This is Erase ar Chie
fallowing: the =enefzial owrsriz a PER, tha client has o complizated organizasana
structure, and the client is bazad in o high-risk | urisdiction. You are therefare requirsd
to conduct enhanced COG

f.

Gathes identity
rifarmation and,
Auearding o the
ewel ol risk, worily
i idamnbity o
=elavanl nersans,
vl i reatursl
SISO u'-;ir||_:1 | et
Arnersdeel Ldenlily
Yerification Cadsa of
Sractice 2013, Also
verify the client's
zource of wealth o
sourca of funds if
sagquirad.

Frhz identity
rfarmation

and vanficaton
saguUlraments are
zatizfled, then
WL CART e
wilth Tha clients
Fislidetiona.
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The Irtormation regeired for identification of the cliznt s
+ halllegal namsa
e Trading riarme (Fdiferent

o Privaipisl bosiceess acelsoss o registernsd afice arlelress,

v Jurisdicticn olincarporalio e lions!]
o Cormpiyidentifienor registration maembes

Your mast also eearnine the source ol wealch ar soures of fends of the clisns. Thsir
iisle i long-running e repatablo comgang.
o recuest thiat the company provides you with the surchess sareement for the
invastrant properny and evidznce of whers the funds camea from o rraks the
purchase ¥ou are providad with 2 csrofed copy of the purchase sgraement, which
shiowas 1t was bought three yasrs ago. You ars 2lso providad with bark stetarments
and acceunt: audited by an accountant that satisfy vou that the invesanent propety
weas purchassd from legitimate scurcas, ¥ou also note tat the contriut ons are
proportonal to their respectiva shareheldings.

The Ifarmation regeires for identficatian of the beaarlclal cwner and garson with
authoricy fo act are:

¢ Mame

v Datoolbirth

o Belationahiz to tha cliang

v addres

vacthisiter ared crpn source fnlarreslicrn e

Theintorrrsbior yon gatbar on Bes S is in line wlth yoor eebamcond CO0 rneasures as
detailad inwoer AMUCET sroaramme, including soerce af weenlth or source of fands

I '\.'g'l'[ it peroentine af the client™s nnd= appear fo came fmm Me B Intbhis coss
the availakie information indizates that Mrs B wos only in politics fzr a pericd of three
vears. 2riar ta that, shewas o husiness perzan and also a person veth famsly wealts
vz had accurnulated Business 2armings and uzad it oo buy and sell property. Yoo are
proviced with certified copies of documents i accardance with the Armendad ldentity
vanficanss Cofeof Prectice 2013 confirming Mre B's identity, as wall 3z her acdress,
I relation oo ks B's source of wealth, vou are provides with cartified coplas of her
tax rztums For the last five yvears, Thess records match yous understanding of Mrs E's
vezalth ard reflect a legitimate scasce of incoma. For Me Fyou nesad oo obizin ard
werify his Identize and alzs hiz authonty to act for the chanc Yoo alztain and van®y his
Fabl nare and d ata of Birth by sighting his diver Geercs and crecit card. You also signt
his business card and carmy cut an intamet sazrch, which shows directaries Traclist
liir a5 & Sortact 1or tha Lomgzany, ¥au also obbzin a formal letter af authanisation on
headed pagar pravides oy the cllent. You take clear capias of all relevant daco marits
d sl R 15T T Fr Ad[eln i

You are satisfad with the firdings 2f your enhanced CO0. Hovesver, in line with the
requlrenients of the act peu hava to sscalate the daclslon o estabilish a Businass
re.ztionship with 2 PEI o your senor managanr2nt Your s2nlcr manageniant tearm
decide ta astazlish the Business relationshiz with the ciant bus with nstroctions for
regular ongolng CUO andd acthety mentorng inthe 2vant of mare salss,
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Reporting obligations under AML/CFT

As a licensee working with numerous customers as ‘stewards of a real estate transaction’,
you are exposed to a vast array of people from all walks of life. We have looked in detail at
the obligations of meeting CDD requirements. We will now look at your reporting obligations
under the AML/CFT Act.

Financial Intelligence Unit (FIU)

We have discussed the role of the Department of Internal Affairs (DIA) as the designated
supervisor for real estate agents as reporting entities.

The NZ Police Financial Intelligence Unit (FIU) hold another key role in Money Laundering /
Financing Terrorism (ML/FT).

The FIU fulfils the functions and exercises powers of the Commissioner of Police as set out in
the AML/CFT Act. It does this by providing financial intelligence relating to suspicious
transactions/activity, money laundering, the financing of terrorism and other serious
offences, which is achieved by collecting and collating information provided by external
parties and reporting entities, banks and other financial institutions.

Source: http://www.police.govt.nz/advice/businesses-and-organisations/fiu/about

As a reporting entity, real estate agents are required to submit reports via their AMLCO to
the FIU about certain activities or transactions, as prescribed in the AML/CFT Act. These
include:

e Suspicious activity reports (SARs), and
e Prescribed transaction reports (PTRs)

Each report is designed to help the FIU detect and deter ML/TF and could be the crucial piece
of information that enables the FIU to take action against a criminal.

The FIU and DIA provide guidance and support to help reporting entities to identify
suspicious activity and typical money laundering or terrorism financing red flags or
indicators.

The FIU also provides help and support with queries. Refer to the following website link for
more information:

http://www.police.govt.nz/advice/businesses-and-organisations/fiu
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Suspicious activity reports (SARSs)

Real estate agents are required to report suspicious activities from 1 January 2019 when the
AML/CFT applies to them.

What is a suspicious activity?

AML/CFT Act Section 39A (refer to Appendix 5) defines suspicious activity as:

e an activity undertaken where:

o a person conducts or seeks to conduct a transaction through a
reporting entity, or

o a reporting entity provides or proposes to provide a service to a
person, or

o a person requests a reporting entity to provide a service or makes an
enquiry ...in relation to a service; and

o the reporting entity has reasonable grounds to suspect that the transaction or
proposed transaction...may be relevant to -

o investigation of money laundering

o breaches of law (Misuse of Drugs Act 1975; Terrorism Suppression Act
2002; Proceeds of Crime Act 1991 or Criminal Proceeds (Recovery) Act
2009;

So, SARs apply to:
e Transactions
e Proposed transactions
e Services
e Proposed services
e Inquiries

How do you know if something is suspicious?

As discussed at the beginning of this topic, typical money laundering activities include:

e Complex or unusually large transactions that are out of step with what you’d expect
from the customer

e Unusual patterns of transactions or activity that have no apparent business or legal
purpose

e Any other activity that appears to be related to criminal activity e.g. suspected
terrorism, terrorism financing
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A transaction may have many factors that, when considered individually, does not raise a
suspicion, but, when considered collectively, suggests criminal activity. The challenge is
making an objective judgement based on what might be deemed ‘suspicious activity’ and
submitting the appropriate report.

What must be in a suspicious activity report?

Refer to AML/CFT Act Section 41 Nature of suspicious activity report (Appendix 5)
Reporting requirements

You must submit an SAR report ‘as soon as practicable’ after you have reasonable grounds

for suspicion; and no later than 3 working days after you have gathered enough information
to substantiate your suspicion. There are no monetary thresholds for SARs.

__éi(ey Point

It is important to note that you must not disclose SAR information, or the
existence of any SARs, to customers

This is to protect the identity of staff and reporting entities who submit SARs and
ensure their safety. It also avoids alerting the customer to the possibility of an
investigation.

The DIA has stated that:

‘It is not a defence that you did not actually consider an activity to be suspicious in
circumstances where you objectively should have'.

Source: refer page 20, DIA Guidelines - August 2018; and page 20 for associated footnote
reference #50; [2017] NZHC2363

http://www.nzlii.org/cgi-bin/sinodisp/nz/cases/NZHC/2017/2363.html?query=Ping%20An

Note: The FIU released a Suspicious Activity Reporting Guideline 2018:

http://www.police.govt.nz/sites/default/files/publications/suspicious-activity-reporting-
quideline.pdf

Questions:
21. What transaction or activity may trigger the requirement to submit a SAR?

Tick all that apply.

a. Transactions d. Proposed transactions
b. Services e. Proposed services
c. Inquiries f. Proposed enquiries that are suspicious
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Prescribed transaction reports (PTRs)

From 1 January 2019, real estate agents are required to report certain prescribed
transactions to the FIU.

The FIU explains a Prescribed Transaction Report (PTR) as a transaction conducted through a
reporting entity in respect of:

e An international wire transfer!* of NZD1,000 and over (also known as
International Funds Transfers or IFTs) where at least one of the institutions (i.e.
ordering, intermediary or beneficiary institution) involved in the transaction is in New
Zealand, and at least one is outside New Zealand

¢ A domestic physical cash transaction of NZD10,000 and over (also known as
Large Cash Transactions or LCTs) which are transactions in New Zealand involving
the use of physical currency (i.e. coin and printed money designated as legal tender,
and circulates as, and is customarily used and accepted as a medium of exchange in
the country of issue).

Source: http://www.police.govt.nz/advice/businesses-and-organisations/financial-intelligence-
unit-fiu/prescribed-transactions

*

Key Point

PTR reporting is designed to make it more difficult for criminals to use multiple small
transactions, multiple senders or multiple recipients in order to avoid detection.

Wire transfers

Section 5 of the AML/CFT Act provides a definition of a wire transfer which, in summary,
means transactions to transfer funds by electronic means (including instructions sent via the
SWIFT network or by internet-based systems).

Note: the requirement to make a PTR is triggered by an international wire transfer of
NZD1,000 or more; not a domestic wire transfer (refer to section 27(7)).

The FIU has provided a fact sheet regarding wire transfers: https://fma.govt.nz/assets/Fact-
sheets/ versions/95/wire-transfers.1.pdf

Furthermore, Section 27 - wire transfers: identity requirements (refer to Appendix 1),
sets out criteria for a reporting entity to comply with when identifying the originator of a wire
transfer.

14 AML/CFT Wire Transfers Fact Sheet:
Joint supervisory guidance from FMA, Reserve Bank and DIA:
https://fma.govt.nz/assets/Fact-sheets/ versions/95/wire-transfers.1.pdf

https://www.dia.govt.nz/diawebsite.nsf/wpg URL/Services-Anti-Money-Laundering-Codes-of-
Practice-and-Guidelines?OpenDocument#WIR
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Reporting requirements
You must submit a PTR report as soon as practicable after the transaction and no later than
10 working days after the transaction.

AML/CFT Act Section 48B sets out what must be in a PTR.
The prohibition on disclosing a SAR under sections 43-48 also apply to PTRs.

_4'Note

As soon as a licensee becomes aware of any activity or transaction that requires
either an SAR or PTR, they must contact their in-house AMLCO.

Suspicious Property Reports (SPRs)

The DIA Guideline -December 2018 also reminds licensees of your obligation to submit
suspicious property reports (SPRs) under the Terrorism Suppression Act 2002 - refer to
page 21 of the DIA Guideline.

goAML Web

SARs and PTRs must be submitted to FIU through goAML - Financial Intelligence Unit
Reporting Tool. These reports must be submitted via goAML Web and must be actioned by
the AMLCO on the prescribed form.

Real estate agents will need to register for '\goAML’ to submit reports. Further information is
available on the NZ Police website:

goAML - Financial Intelligence Unit reporting tool (external link)

@F
Questions:

Read the following statements and decide whether they are true or false.

22. A Prescribed Transaction Report (PTR) is required if a licensee receives an
international wire transfer over NZD1,000 in to the trust account.

True / False

23. If a licensee receives physical cash of less than NZD10,000 they must report this to
the FIU as a Prescribed Transaction Report (PTR).

True / False
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Reporting Summary

Reporting entities are required to make Suspicious Activity Reports (SARs) and Prescribed
Transaction Reports (PTRs) on vendors and buyers.

As soon as a licensee becomes aware of any activity or transaction that requires either an
SAR or PTR, they must contact their in-house AMLCO.

e Suspicious Activity Reports (SAR) must be submitted to the FIU through the online
form in goAML:

http://www.police.govt.nz/advice/financial-intelligence-unit-fiu/suspicious-activities-
and-transactions-reports

e Prescribed Transaction Reports (PTRs) must be submitted to the FIU through the
online form in goAML:

http://www.police.govt.nz/advice/businesses-and-organisations/financial-intelligence-
unit-fiu/prescribed-transactions
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Relationships with other AML/CFT reporting entities

In recent times amendments to the AML/CFT Act have introduced significant changes for
many businesses within New Zealand through increased monitoring and reporting
requirements. More importantly, it has highlighted the significant exposure within New
Zealand of extensive money laundering activities and the need for businesses to take their
compliance obligations seriously.

It is important to remember that the real estate industry is not alone in this enhanced
compliance regime. Banks and other financial institutions were initially captured under the
AML Act under phase 1.

Other professions, including lawyers and accountants, have now been required to comply
with the AML/CFT reporting and monitoring requirements under phase 2 along with real
estate agents.

It is important to collaborate, wherever possible, with other reporting entities; namely, an
interface between real estate agencies and lawyers (e.g. request from lawyers for assistance
in alerting clients and customers of the need for AML/CFT due diligence requirements),
accountants and banks, and other stakeholders in the real estate transaction.

Guidance on this topic can be found on the DIA website:

" Guidance on ‘related’ for the formation of Designated Business Groups (DBGS) in
relation to Designated Non-Financial Businesses (DNFBPs)

https://www.dia.govt.nz/diawebsite.nsf/wpg URL/Services-Anti-Money-Laundering-
Codes-of-Practice-and-Guidelines#DBG-1
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Recognising red flags

The DIA Guidelines — December 2018 document provides helpful information regarding red
flags. We have highlighted some here, as follows:

Customer red flags (i.e. the real estate client)

e Entering into an agency agreement where:

o the client is a business or a trust whose organisational structure is unusual or
excessively complex

o the client makes it difficult to identify the true beneficial owner or individual
with effective control

o the client is a shell company or company with bearer-shares

o the client is reluctant to provide all relevant CDD information, or you have a
reasonable doubt that the information provided is correct or sufficient

o the client is a Politically Exposed Person (PEP)
o there are unexpected activities compared to what you know about your client

o the legal structure of the client is frequently altered, including name changes
and transfers of ownership

e Entering into a conjunctional agency relationship - clarifying which reporting entity is
required to undertake CDD

e Dealing with a client who is operating at a distance and wishes to enter into an
agency agreement, e.g. resides elsewhere in New Zealand

e Dealing with a client who is residing outside New Zealand
Country or geographic red flags
e Countries with poor or insufficient AML/CFT measures
e Countries that have a high level of bribery and corruption
e Countries associated with tax evasion
Other red flags
e A property is bought and sold in quick succession

e The client is selling for less than the purchase or market price and/or is disinterested
in obtaining a better price

e There is an unusual involvement of third parties

e Payments are received from un-associated or unknown third parties, and payments
for fees are in cash where this would not be a typical method of payment
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Expectations of the DIA on all licensees

The DIA expects real estate agents (and all licensees who are engaged or employed by an
agent) to:

e Know your ML/TF risks

¢ Know what to expect from your AML/CFT supervisor

e Know how to apply the AML/CFT Act to your business

¢ Know how to apply the AML/CFT Act to your day-to-day real estate agency work
¢ Know your compliance requirements

e Know your customer (i.e. the real estate client)

e Know the ML/TF red flags

¢ Know where to get support, for example your AMLCO
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Append

ix 1 — Excerpts from the Anti-Money Laundering and Countering

Financing of Terrorism Act 2009 (known as the AML/CFT Act)

Section

3 - Purpose, Part 1

3 Purpose

(1) The

Section

purposes of this Act are—
(a) to detect and deter money laundering and the financing of terrorism; and

(b) to maintain and enhance New Zealand’s international reputation by adopting,
where appropriate in the New Zealand context, recommendations issued by the
Financial Action Task Force; and

(c) to contribute to public confidence in the financial system.

4 - Overview, Part 3

4 Overview

(3) Part 2 deals with AML/CFT requirements and compliance and has 7 subparts, as

follows:

Anti-Mone

(a) subpart 1 includes provisions dealing with requirements on reporting entities to
conduct due diligence on customers and certain other persons, the ability of
reporting entities to rely on third parties to carry out customer due diligence and
other AML/CFT functions, and prohibitions on establishing or continuing business
relationships and setting up facilities in certain circumstances:

(b) subpart 2 includes provisions dealing with requirements on reporting entities to
report suspicious activities and protection of persons making suspicious activity
reports:

(ba) subpart 2A sets out requirements on reporting entities to report certain
prescribed transactions:

(c) subpart 3 sets out requirements on reporting entities to keep records and
includes provisions concerning the storage and destruction of records:

(d) subpart 4 deals with reporting entities’ internal policies and procedures relating
to the prevention of money laundering and the financing of terrorism, including
provisions setting out requirements for reporting entities to have an AML/CFT
programme for detecting and managing the risk of money laundering and the
financing of terrorism, to carry out a risk assessment before conducting
customer due diligence or establishing an AML/CFT programme, and to review,
audit, and report on their risk assessment and AML/CFT programmes:

(e) subpart 5 deals with codes of practice and includes provisions relating to the
preparation of codes by AML/CFT supervisors, approval of codes of practice, and
their legal effect:

(f) subpart 6 contains provisions relating to the reporting of certain movements of
cash into and out of New Zealand.
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5 Interpretation

AML/CFT supervisor, in relation to a reporting entity, means the person referred to in
section 130(1) that is responsible for supervising the reporting entity under Parts 3 and 4

beneficiary institution, in relation to a wire transfer from an ordering institution, means
any person who receives those funds and then makes those funds available to a person
(the payee) by—

(a) crediting it to an account held by the payee; or

(b) paying it to the payee
designated non-financial business or profession means -

(a) a law firm, a conveyancing practitioner, an incorporated conveyancing firm, an
accounting practice, a real estate agent, or a trust and company service provider,
who, in the ordinary course of business, carries out 1 or more of the following
activities: ...

(v) providing real estate agency work (within the meaning of section 4(1)
of the Real Estate Agents Act 2008) to effect a transaction (within the
meaning of section 4(1) of the Real Estate Agents Act 2008):...

prescribed transaction, in relation to a reporting entity, means a transaction conducted
through the reporting entity in respect of—

(@) an international wire transfer of a value equal to or above the applicable
threshold value; or

(b) a domestic physical cash transaction of a value equal to or above the applicable
threshold value prescribed transaction report means a report made under
section 48A

reporting entity

(a) means—
(i) a casino:
(ii) a designated non-financial business or profession:
(iii) a financial institution:
(iv) a high-value dealer:
(v) the New Zealand Racing Board; ...

transaction—

(a) means any deposit, withdrawal, exchange, or transfer of funds (in any
denominated currency), whether—

(i) in cash; or

(ii) by cheque, payment order, or other instrument; or

(iii) by electronic or other non-physical means; and

(b) without limiting paragraph (a), includes—
(i) any payment made in satisfaction, in whole or in part, of any contractual
or other legal obligation; and
(ii) a transaction or class of transactions declared by regulations to be a
transaction for the purposes of this Act; ...
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27 Wire transfers: identity requirements

(1) A reporting entity that is an ordering institution must identify the originator of a wire
transfer that is equal to or above the applicable threshold value by obtaining the following
information:

(a) the originator’s full name; and

(b) the originator’s account number or other identifying information that may be
prescribed and allows the transaction to be traced back to the originator; and

(c) one of the following:
(i) the originator’s address:
(i) the originator’s national identity number:
(iii) the originator’s customer identification number:
(iv) the originator’s place and date of birth; and
(c) any information prescribed by section 27A or regulations.

(2) However, if the wire transfer is a domestic wire transfer, a reporting entity that is an
ordering institution may identify the originator by obtaining the originator’s account
number or other identifying information that may be prescribed and allows the transaction
to be traced back to the originator if the reporting entity that is the ordering institution is
able to provide the information specified in subsection (1)(a), (c), and (d) within 3
working days of a request being made by the beneficiary institution.

(3) Regulations may be made under section 154(1)(c) exempting the reporting entity from
the obligation to obtain some or all of the information set out in subsection (1) in relation
to a specified transfer or transaction.

(4) The information obtained by the reporting entity (the ordering institution under
subsection (1) or (2), as the case may be) must accompany the wire transfer.

(5) A reporting entity that is a beneficiary institution must—

(a) use effective risk-based procedures for handling wire transfers that are not
accompanied by all the information specified in subsection (1); and

(b) consider whether the wire transfers constitute a suspicious activity.

(6) Any information about the originator obtained by a reporting entity that is an
intermediary institution must be provided by that reporting entity to the beneficiary
institution as soon as practicable.

(7) For the purposes of this section, a domestic wire transfer is a wire transfer where
the ordering institution, the intermediary institution, and the beneficiary institution are all
in New Zealand.
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49 Obligation to keep transaction records

(1) In relation to every transaction that is conducted through a reporting entity, the
reporting entity must keep those records that are reasonably necessary to enable that
transaction to be readily reconstructed at any time.

(2) Without limiting subsection (1), records must contain the following information:
(a) the nature of the transaction:
(b) the amount of the transaction and the currency in which it was denominated:
(c) the date on which the transaction was conducted:
(d) the parties to the transaction:

(e) if applicable, the facility through which the transaction was conducted, and any
other facilities (whether or not provided by the reporting entity) directly involved in
the transaction:

(f) the name of the officer or employee or agent of the reporting entity who
handled the transaction, if that officer, employee, or agent—

(i) has face-to-face dealings in respect of the transaction with any of the
parties to the transaction; and

(if) has formed a suspicion (of the kind referred to in section 40(1)(b))
about the transaction:

(g) any other information prescribed by regulations.

(3) A reporting entity must retain the records kept by that reporting entity, in accordance
with this section, in relation to a transaction for—

(@) a period of at least 5 years after the completion of that transaction; or

(b) any longer period that the AML/CFT supervisor for the reporting entity, or the
Commissioner, specifies.
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compliance officer

56 Reporting entity must have AML/CFT programme and AML/CFT compliance
officer

(1) A reporting entity must establish, implement, and maintain a compliance programme
(an AML/CFT programme) that includes internal procedures, policies, and controls to—

(@) detect money laundering and the financing of terrorism; and
(b) manage and mitigate the risk of money laundering and financing of terrorism.

(2) A reporting entity must designate an employee as an AML/CFT compliance officer to
administer and maintain its AML/CFT programme.

(3) In the case of a reporting entity that does not have employees, the reporting entity
must appoint a person to act as its AML/CFT compliance officer.

(4) The AML/CFT compliance officer must report to a senior manager of the reporting
entity.

(5) Despite subsections (2) to (4), if a reporting entity is a partnership,—

(a) the partnership may designate one of the partners as an AML/CFT compliance
officer to administer and maintain its AML/CFT programme, irrespective of whether
the partnership has or does not have employees; and

(b) the partner so designated must report to another partner designated for the
purpose of receiving those reports by the partnership.

Section 57 - Minimum requirements for AML/CFT programmes

57 Minimum requirements for AML/CFT programmes

(1) A reporting entity’s AML/CFT programme must be in writing and be based on the risk
assessment undertaken in accordance with section 58 and include adequate and effective
procedures, policies, and controls for—

(a) vetting—
(i) senior managers:
(if) the AML/CFT compliance officer:
(iii) any other employee that is engaged in AML/CFT related duties;
and
(b) training on AML/CFT matters for the following employees:
(i) senior managers:
(ii) the AML/CFT compliance officer:
(iii) any other employee that is engaged in AML/CFT related duties;
and

(c) complying with customer due diligence requirements (including ongoing
customer due diligence and account monitoring); and
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(d) reporting suspicious activities; and
(da) reporting prescribed transactions; and
(e) record keeping; and

(f) setting out what the reporting entity needs to do, or continue to do, to manage
and mitigate the risks of money laundering and the financing of terrorism; and

(g) examining, and keeping written findings relating to,—
(i) complex or unusually large transactions; and

(ii) unusual patterns of transactions that have no apparent economic or
visible lawful purpose; and

(iii) any other activity that the reporting entity regards as being particularly
likely by its nature to be related to money laundering or the financing of
terrorism; and

(h) monitoring, examining, and keeping written findings relating to business
relationships and transactions from or in countries that do not have or have
insufficient anti-money laundering or countering financing of terrorism systems in
place and have additional measures for dealing with or restricting dealings with
such countries; and

(i) preventing the use, for money laundering or the financing of terrorism, of
products (for example, the misuse of technology) and transactions (for example,
non-face-to-face business relationships or transactions) that might favour
anonymity; and

(j) determining when enhanced customer due diligence is required and when
simplified customer due diligence might be permitted; and

(k) providing when a person who is not the reporting entity may, and setting out
the procedures for the person to, conduct the relevant customer due diligence on
behalf of the reporting entity; and

(I) monitoring and managing compliance with, and the internal communication of
and training in, those procedures, policies, and controls.

(2) In developing an AML/CFT programme, a reporting entity must have regard to any
applicable guidance material produced by AML/CFT supervisors or the Commissioner
relating to AML/CFT programmes.
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58 Risk assessment

(1) Before conducting customer due diligence or establishing an AML/CFT programme, a
reporting entity must first undertake an assessment of the risk of money laundering and
the financing of terrorism (a risk assessment) that it may reasonably expect to face in the
course of its business.

(2) In assessing the risk, the reporting entity must have regard to the following:
(a) the nature, size, and complexity of its business; and
(b) the products and services it offers; and
(c) the methods by which it delivers products and services to its customers; and
(d) the types of customers it deals with; and
(e) the countries it deals with; and
(f) the institutions it deals with; and

(g) any applicable guidance material produced by AML/CFT supervisors or the
Commissioner relating to risk assessments; and

(h) any other factors that may be provided for in regulations.
(3) The risk assessment must be in writing and—
(a) identify the risks faced by the reporting entity in the course of its business; and

(b) describe how the reporting entity will ensure that the assessment remains
current; and

(c) enable the reporting entity to determine the level of risk involved in relation to
relevant obligations under this Act and regulations.

Section 59B - Who carries out audit
59BWho carries out audit

(1) An audit under section 59 or 59A must be carried out by an independent person,
appointed by the reporting entity, who is appropriately qualified to conduct the audit.

(2) A person appointed to conduct an audit is not required to be—

(@) a chartered accountant within the meaning of section 19 of the New Zealand
Institute of Chartered Accountants Act 1996; or

(b) qualified to undertake financial audits.
(3) A person appointed to conduct an audit must not have been involved in—

(a)the establishment, implementation, or maintenance of the reporting entity’s
AML/CFT programme (if any); or

(b) the undertaking of the reporting entity’s risk assessment (if any).

(4) The audit of a risk assessment under section 59 is limited to an audit of whether the
reporting entity’s risk assessment fulfils the requirements in section 58(3).

(5) A reporting entity must provide a copy of any audit to its AML/CFT supervisor on
request.
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Section 61 - Reporting entities to ensure that branches and subsidiaries
comply with AML/CFT requirements

61 Reporting entities to ensure that branches and subsidiaries comply with
AML/CFT requirements

(1) A reporting entity must ensure that its branches and subsidiaries that are in a foreign
country apply, to the extent permitted by the law of that country, measures broadly
equivalent to those set out in this Act and regulations with regard to the requirements for
customer due diligence (including ongoing customer due diligence), risk assessments,
AML/CFT programmes, and record keeping.

(2) If the law of the foreign country does not permit the application of those equivalent
measures by the branch or the subsidiary located in that country, the reporting entity
must—

(a) inform its AML/CFT supervisor accordingly; and

(b) take additional measures to effectively handle the risk of a money laundering
offence and the financing of terrorism.

(3) A reporting entity must communicate (where relevant) the policies, procedures, and
controls that it establishes, implements, and maintains in accordance with this subpart to
its branches and subsidiaries that are outside New Zealand.

Section 63 - AML/CFT supervisors to prepare codes of practice for relevant
sectors (Parts 1 and 2)

63 AML/CFT supervisors to prepare codes of practice for relevant sectors

(1) An AML/CFT supervisor must, if directed to do so by the Minister responsible for that
AML/CFT supervisor (the responsible Minister), prepare—

(a) 1 or more codes of practice for the sector of activity of the reporting entities for
which it is the supervisor under section 130 or in respect of different reporting
entities specified by the responsible Minister:

(b) an instrument that amends a code of practice or revokes the whole or any
provision of a code of practice prepared under paragraph (a).

(2) The purpose of a code of practice is to provide a statement of practice that assists
reporting entities to comply with their obligations under this Act and regulations...
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130 AML/CFT supervisors
(1) The AML/CFT supervisors are as follows:

(a) for registered banks, life insurers, and non-bank deposit takers, the Reserve
Bank of New Zealand (Reserve Bank) is the relevant AML/CFT supervisor:

(b) for persons referred to in subsection (1A) (other than banks, life insurers, and
non-bank deposit takers), the Financial Markets Authority is the relevant AML/CFT
supervisor:

(c) for designated non-financial businesses or professions and high-value dealers,
the Department of Internal Affairs, or another AML/CFT supervisor prescribed for
the purpose, is the relevant AML/CFT supervisor:

(d) for the New Zealand Racing Board, casinos, non-deposit-taking lenders, money
changers, and other reporting entities that are not covered by paragraphs (a) to
(c), the Department of Internal Affairs is the relevant AML/CFT supervisor...

(5) A reporting entity may have only 1 AML/CFT supervisor.

Section 131 - Functions
131 Functions
The functions of an AML/CFT supervisor are to—

(a) monitor and assess the level of risk of money laundering and the financing of
terrorism across all of the reporting entities that it supervises:

(b) monitor the reporting entities that it supervises for compliance with this Act
and regulations, and for this purpose to develop and implement a supervisory
programme:

(c) provide guidance to the reporting entities it supervises in order to assist those
entities to comply with this Act and regulations:

(d) investigate the reporting entities it supervises and enforce compliance with this
Act and regulations:

(e) co-operate through the AML/CFT co-ordination committee (or any other
mechanism that may be appropriate) with domestic and international counterparts
to ensure the consistent, effective, and efficient implementation of this Act.
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Section 132 - Powers (Parts 1 and part of Part 2)
132 Powers

(1) An AML/CFT supervisor has all the powers necessary to carry out its functions under
this Act or regulations.

(2) Without limiting the power conferred by subsection (1), an AML/CFT supervisor may,—

(@) on notice, require production of, or access to, all records, documents, or
information relevant to its supervision and monitoring of reporting entities for
compliance with this Act; and

(b) conduct on-site inspections in accordance with section 133; and
(c) provide guidance to the reporting entities it supervises by—
(i) producing guidelines; and
(ii) preparing codes of practice in accordance with section 63; and

(iii) providing feedback on reporting entities’ compliance with obligations
under this Act and regulations; and

(iv) undertaking any other activities necessary for the assisting reporting
entities to understand their obligations under this Act and regulations,
including how best to achieve compliance with those obligations;...
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Appendix 2 - AML/CFT Act: customer due diligence sections

Section 11 - Customer due diligence (Parts 1 to 4)
11 Customer due diligence
(1) A reporting entity must conduct customer due diligence on—
(a) a customer:
(b) any beneficial owner of a customer:
(c) any person acting on behalf of a customer.

(2) For the purposes of subsection (1)(b), a customer who is an individual and who
the reporting entity believes on reasonable grounds is not acting on behalf of
another person is to be treated as if he or she were also the beneficial owner
unless the reporting entity has reasonable grounds to suspect that that customer is
not the beneficial owner.

(3) The type of customer due diligence that must be conducted by a reporting
entity is,—
(a) in the circumstances described in section 14, at least standard
customer due diligence:

(b) in the circumstances described in section 18, at least simplified
customer due diligence:

(c) in the circumstances described in section 22, enhanced customer due
diligence.

(4) A reporting entity that is required to conduct customer due diligence in the
circumstances described in sections 14, 18, and 22 is not required to obtain or
verify any documents, data, or information that it has previously obtained and
verified for the purposes of carrying out customer due diligence in accordance with
this Act, unless there are reasonable grounds for the reporting entity to doubt the
adequacy or veracity of the documents, data, or information previously obtained.
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Section 14 - Circumstances when standard due diligence applies

14 Circumstances when standard customer due diligence applies

(1) A reporting entity must conduct standard customer due diligence in the
following circumstances:

(a) if the reporting entity establishes a business relationship with a new
customer:

(b) if a customer seeks to conduct an occasional transaction or activity
through the reporting entity:

(c) if, in relation to an existing customer, and according to the level of risk
involved,—

(i) there has been a material change in the nature or purpose of the
business relationship; and

(ii) the reporting entity considers that it has insufficient information
about the customer:

(d) any other circumstances specified in subsection (2) or in regulations.

(2) For the purposes of subsection (1)(d), as soon as practicable after a reporting
entity becomes aware that an existing account is anonymous, the reporting entity
must conduct standard customer due diligence in respect of that account.

(3) Despite subsections (1) and (2), a real estate agent must conduct standard
customer due diligence at the times, and with any other modifications, specified in
regulations.

Section 15 - Standard customer due diligence: identity requirements
15 Standard customer due diligence: identity requirements

A reporting entity must obtain the following identity information in relation to the persons
referred to in section 11(1):

(a) the person’s full name; and
(b) the person’s date of birth; and

(c) if the person is not the customer, the person’s relationship to the customer;
and

(d) the person’s address or registered office; and
(e) the person’s company identifier or registration number; and

(f) any information prescribed by regulations.
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Section 16 - Standard customer due diligence: verification of identity
requirements (Parts 1 and 3)

16 Standard customer due diligence: verification of identity requirements
(1) A reporting entity must—

(a) take reasonable steps to satisfy itself that the information obtained
under section 15 is correct; and

(b) according to the level of risk involved, take reasonable steps to verify
any beneficial owner’s identity so that the reporting entity is satisfied that it
knows who the beneficial owner is; and

(c) if a person is acting on behalf of the customer, according to the level of
risk involved, take reasonable steps to verify the person’s identity and
authority to act on behalf of the customer so that the reporting entity is
satisfied it knows who the person is and that the person has authority to
act on behalf of the customer; and

(d) verify any other information prescribed by regulations.

(2) Except as provided in subsection (3), a reporting entity must carry out
verification of identity before establishing a business relationship or
conducting an occasional transaction or activity.

(3) Verification of identity may be completed after the business relationship has
been established if—

(a) it is essential not to interrupt normal business practice; and

(b) money laundering and financing of terrorism risks are effectively
managed through procedures of transaction limitations and account
monitoring or (if the reporting entity is not a financial institution) through
other appropriate risk management procedures; and

(c) verification of identity is completed as soon as is practicable once the
business relationship has been established.

Section 17 - Standard customer due diligence: other requirements
17 Standard customer due diligence: other requirements
A reporting entity must also obtain—

(a) information on the nature and purpose of the proposed business relationship
between the customer and the reporting entity; and

(b) sufficient information to determine whether the customer should be subject to
enhanced customer due diligence.
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Section 18 - Circumstances when simplified customer due diligence applies
18 Circumstances when simplified customer due diligence applies
(1) A reporting entity may conduct simplified customer due diligence if—

(a) it establishes a business relationship with one of the customers
specified in subsection (2); or

(b) one of the customers specified in subsection (2) conducts an occasional
transaction or activity through the reporting entity; or

(c) a customer conducts a transaction or obtains a product or service
specified in regulations through the reporting entity.

(2) The following are customers for the purposes of subsection (1):

(a) a listed issuer (within the meaning of section 6(1) of the Financial
Markets Conduct Act 2013) that is the issuer of quoted voting products
(within the meaning of that Act):

(b) a government department named in Schedule 1 of the State Sector Act
1988:

(c) a local authority, as defined in section 5(2) of the Local Government Act
2002:

(d) the New Zealand Police:

(e) a State enterprise (within the meaning of section 2 of the State-Owned
Enterprises Act 1986) and a new State enterprise (as listed in Schedule 2 of
that Act):

(f) a body that—

(i) corresponds to a State enterprise or a new State enterprise (as
defined

in paragraph (e); and
(ii) is located in a country that has sufficient AML/CFT systems:
(g) [Repealed]

(h) a person licensed to be a supervisor or statutory supervisor under the
Financial

Markets Supervisors Act 2011, when the person acts for itself:

(i) a trustee corporation, within the meaning of section 2(1) of the
Administration Act 1969, when the trustee corporation acts for itself:

(j) a Crown entity, as defined in section 7(1) of the Crown Entities Act
2004:

(k) an organisation named in Schedule 4 of the Public Finance Act 1989:
(I) a company named in Schedule 4A of the Public Finance Act 1989:
(m) a government body that—

(i) corresponds to a government department named in Schedule 1
of the State Sector Act 1988; and
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(ii) is located in an overseas jurisdiction that has sufficient AML/CFT
systems:

(n) a registered bank within the meaning of section 2(1) of the Reserve
Bank of New Zealand Act 1989:

(o) a licensed insurer within the meaning of section 6(1) of the Insurance
(Prudential Supervision) Act 2010:

(p) a company, or a subsidiary (within the meaning of section 5(1) of the
Companies Act 1993) of that company,—

(i) whose equity securities are listed in New Zealand or on an
overseas stock exchange that has sufficient disclosure
requirements;

and

(ii) that is located in a country that has sufficient AML/CFT systems
in place:

(q) any other entity or class of entities specified in regulations.

(3) A reporting entity may also conduct simplified customer due diligence on a
person who purports to act on behalf of a customer when—

(a) the reporting entity already has a business relationship with the
customer at the time the person acts on behalf of the customer; and

(b) the reporting entity has conducted one of the specified types of
customer due diligence on the customer in accordance with this Act and
regulations (if any).

(3A) Despite subsections (1) to (3), a real estate agent must conduct simplified
customer due diligence at the times, and with any other modifications, specified in
regulations.

(4) For the avoidance of doubt, nothing in this subpart requires identification or
verification of identity of a beneficial owner of a customer in respect of whom a
reporting entity may conduct simplified customer due diligence.

Section 19 - Simplified customer due diligence: identity requirements
19 Simplified customer due diligence: identity requirements

A reporting entity must obtain the following identity information in relation to a person
acting on behalf of the customer:

(a) the person’s full name; and
(b) the person’s date of birth; and
(c) the person'’s relationship to the customer; and

(d) any information prescribed by regulations.
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Section 20 - Simplified customer due diligence: verification of identity
requirements

20 Simplified customer due diligence: verification of identity requirements

(1) A reporting entity must, according to the level of risk involved, verify the
identity of a person acting on behalf of a customer and that person’s authority to
act for the customer so that it is satisfied it knows who the person is and that the
person has authority to act on behalf of the customer.

(2) Verification of identity must be carried out before the business relationship is
established or the occasional transaction or activity is conducted or the person acts
on behalf of the customer.

(3) For the purposes of verifying a person’s authority to act in the circumstances
described in section 18, a reporting entity may rely on an authority provided in an
application form or other document provided to the reporting entity that shows a
person’s authority to act or transact on an account.

Anti-Money Laundering: Your compliance requirements Page 77 of 99




Section 22 - Circumstances when enhanced customer due diligence applies

22 Circumstances when enhanced customer due diligence applies

(1) A reporting entity must conduct enhanced customer due diligence in
accordance with sections 23 and 24 in the following circumstances:

(a) if the reporting entity establishes a business relationship with a
customer that is—

(i) a trust or another vehicle for holding personal assets:

(ii) a non-resident customer from a country that has insufficient
antimony laundering and countering financing of terrorism systems
or measures in place:

(iii) a company with nominee shareholders or shares in bearer form:

(b) if a customer seeks to conduct an occasional transaction or activity
through the reporting entity and that customer is—

(i) a trust or another vehicle for holding personal assets:

(ii) a non-resident customer from a country that has insufficient
antimony laundering and countering financing of terrorism systems
or measures in place:

(iii) a company with nominee shareholders or shares in bearer form:

(c) if a customer seeks to conduct, through the reporting entity, a complex,
unusually large transaction or unusual pattern of transactions that have no
apparent or visible economic or lawful purpose:

(d) when a reporting entity considers that the level of risk involved is such
that enhanced due diligence should apply to a particular situation:

(e) any other circumstances specified in section 22A or regulations.

(2) A reporting entity must conduct enhanced customer due diligence in
accordance with section 26 if—

(a) it establishes a business relationship with a customer who it has
determined is a politically exposed person; or

(b) a customer who it has determined is a politically exposed person seeks
to conduct an occasional transaction or activity through the reporting
entity.

(3) A reporting entity must conduct enhanced customer due diligence in
accordance with sections 27 and 28 if it is an ordering institution, an intermediary
institution, or a beneficiary institution in relation to a wire transfer.

(4) A reporting entity must conduct enhanced customer due diligence in
accordance with section 29 if it has, or proposes to have, a correspondent banking
relationship.

(5) A reporting entity must conduct enhanced due diligence in accordance with
section 30 if—

(a) it establishes a business relationship with a customer that involves new
or developing technologies, or new or developing products, that might
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favour anonymity; or

(b) a customer seeks to conduct an occasional transaction or activity
through the reporting entity that involves new or developing technologies,
or new or developing products, that might favour anonymity.

(6) Despite subsections (1) to (5), a real estate agent must conduct enhanced
customer due diligence at the times, in the circumstances, and with any other
modifications specified in regulations.

Section 22A - Enhanced customer due diligence required for certain activities
requiring suspicious activities report

22A Enhanced customer due diligence required for certain activities requiring
suspicious activities report

(1) This section applies to an activity—

(a) that the reporting entity concerned (other than a high-value dealer) is
required to report to the Commissioner under section 40; and

(b) that is not otherwise exempt from the customer due diligence
requirements or from all the requirements of the Act; and

(c) that is conducted, or sought to be conducted,—
(i) by an existing customer; or
(ii) by a customer engaging in an occasional transaction or activity.

(2) For the purposes of section 22(1)(e), as soon as practicable after a reporting
entity becomes aware that the reporting entity must report the suspicious activity
under section 40, a circumstance occurs in which the reporting entity must conduct
enhanced customer due diligence in respect of that activity.
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Section 23 - Enhanced customer due diligence: identity requirements
23 Enhanced customer due diligence: identity requirements

(1) A reporting entity must, in relation to a person referred to in section 11(1),
obtain the information required under section 15 and the following additional
information:

(a) information relating to the source of the funds or the wealth of the
customer;

and

(b) the additional information referred to in subsection (2) and any
additional information prescribed by regulations.

(2) For the purposes of subsection (1)(b), a reporting entity must obtain,—

(a) in the case of a trust other than a trust to which paragraph (b) applies,
the name and the date of birth of each beneficiary of the trust:

(b) in the case of a customer that is a discretionary trust or a charitable
trust or a trust that has more than 10 beneficiaries, a description of—

(i) each class or type of beneficiary:

(ii) if the trust is a charitable trust, the objects of the trust.

Section 24 - Enhanced customer due diligence: verification of identity
requirements

24 Enhanced customer due diligence: verification of identity requirements
(1) A reporting entity must—

(@) conduct the verification of identity requirements for standard customer
due diligence set out in section 16; and

(b) according to the level of risk involved, take reasonable steps to verify
the information obtained under section 23(1)(a); and

(c) verify any other information prescribed by regulations.

(2) Except as provided in subsection (3), a reporting entity must carry out
verification of identity before establishing a business relationship or conducting an
occasional transaction or activity.

(3) Verification of identity may be completed after the business relationship has
been established if—

(a) it is essential not to interrupt normal business practice; and

(b) money laundering and financing of terrorism risks are effectively
managed through procedures of transaction limitations and account
monitoring or (if the reporting entity is not a financial institution) through
other appropriate risk management procedures; and

(c) verification of identity is completed as soon as is practicable once the
business relationship has been established.
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Section 25 - Enhanced customer due diligence: other requirements
25 Enhanced customer due diligence: other requirements

In the circumstances described in section 22(1)(a), 22(2)(a), and 22(5)(a), a reporting
entity must also obtain information on the nature and purpose of the proposed business
relationship between the customer and the reporting entity.

Section 26 - Politically exposed person
26 Politically exposed person

(1) The reporting entity must, as soon as practicable after establishing a business
relationship or conducting an occasional transaction or activity, take reasonable
steps to determine whether the customer or any beneficial owner is a politically
exposed person.

(2) If a reporting entity determines that a customer or beneficial owner with whom
it has established a business relationship is a politically exposed person, then—

(a) the reporting entity must have senior management approval for
continuing the business relationship; and

(b) the reporting entity must obtain information about the source of wealth
or funds of the customer or beneficial owner and take reasonable steps to
verify the source of that wealth or those funds.

(3) If a reporting entity determines that a customer or beneficial owner with whom
it has conducted an occasional transaction or activity is a politically exposed
person, then the reporting entity must, as soon as practicable after conducting that
transaction or other activity, take reasonable steps to obtain information about the
source of wealth or funds of the customer or beneficial owner and verify the source
of that wealth or those funds.

Anti-Money Laundering: Your compliance requirements Page 81 of 99




Section 27 - Wire transfers: identity requirements
27 Wire transfers: identity requirements

(1) A reporting entity that is an ordering institution must identify the originator of
a wire transfer that is equal to or above the applicable threshold value by obtaining
the following information:

(a) the originator’s full name; and

(b) the originator’s account number or other identifying information that
may be prescribed and allows the transaction to be traced back to the
originator; and

(c) one of the following:
(i) the originator’s address:
(ii) the originator’s national identity number:
(iii) the originator’s customer identification number:
(iv) the originator’s place and date of birth; and
(d) any information prescribed by section 27A or regulations.

(2) However, if the wire transfer is a domestic wire transfer, a reporting entity that
is an ordering institution may identify the originator by obtaining the originator’s
account number or other identifying information that may be prescribed and allows
the transaction to be traced back to the originator if the reporting entity that is the
ordering institution is able to provide the information specified in subsection (1)(a),
(c), and (d) within 3 working days of a request being made by the beneficiary
institution.

(3) Regulations may be made under section 154(1)(c) exempting the reporting
entity from the obligation to obtain some or all of the information set out in
subsection (1) in relation to a specified transfer or transaction.

(4) The information obtained by the reporting entity (the ordering institution under
subsection (1) or (2), as the case may be) must accompany the wire transfer.

(5) A reporting entity that is a beneficiary institution must—

(a) use effective risk-based procedures for handling wire transfers that are
not accompanied by all the information specified in subsection (1); and

(b) consider whether the wire transfers constitute a suspicious activity.

(6) Any information about the originator obtained by a reporting entity that is an
intermediary institution must be provided by that reporting entity to the
beneficiary institution as soon as practicable.

(7) For the purposes of this section, a domestic wire transfer is a wire transfer
where the ordering institution, the intermediary institution, and the beneficiary
institution are all in New Zealand.
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Section 27A - Other identifying information prescribed in relation to wire
transfers

27A Other identifying information prescribed in relation to wire transfers

(1) Information that gives the name of the beneficiary of a wire transfer and the
account number of that beneficiary or any unique transaction reference that allows
the transaction to be traced is prescribed for the purposes of section 27(1)(d).

(2) In the case of a domestic wire transfer, any information that enables the
transaction itself to be identified and traced to the originator is prescribed to be
other identifying information for the purposes of section 27(2).

Section 28 - Wire transfers: verification of identity requirements
28 Wire transfers: verification of identity requirements
(1) The ordering institution must, according to the level of risk involved,—

(a) verify the originator’s identity so that the reporting entity is satisfied
that the information obtained under section 27 is correct; and

(b) verify any other information prescribed by regulations.

(2) Verification of the originator’s identity must be carried out before the wire
transfer is ordered.
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Appendix 3 - Occasional activity or transaction and definition of customer
Section 5 - Interpretation
occasional activity—
(a) means an activity—

(i) that is specified in section 6(4) in relation to a reporting entity (other
than an occasional transaction); and

(ii) that does not involve a business relationship between the reporting
entity and the reporting entity’s customer; and

(b) includes an activity or a class of activities declared by regulations to be an
occasional activity for the purposes of this Act; but

(c) excludes an activity or a class of activities declared by regulations not to be an
occasional activity for the purposes of this Act

occasional transaction—

(a) means a cash transaction that occurs outside of a business relationship and is
equal to or above the applicable threshold value (whether the transaction is carried
out in a single operation or several operations that appear to be linked); and

(b) includes a transaction or class of transactions declared by regulations to be an
occasional transaction for the purposes of this Act; but

(c) excludes—
(i) cheque deposits; and
(ii) a transaction or class of transactions declared by regulations not to

be an occasional transaction for the purposes of this Act

occasional transaction or activity means—
(@) an occasional transaction:

(b) an occasional activity
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Section 5B - AML/CFT (Definitions) Amendment Regulations 2018
5B Definition of customer

For the purposes of paragraph (c) of the definition of customer in section 5(1) of the Act,
a customer, in relation to a real estate agent (as defined in section 4(1) of the Real
Estate Agents Act 2008)—

(a) means a client (as defined in section 4(1) of the Real Estate Agents Act 2008)
of that real estate agent; and

(b) does not include any party to a real estate transaction on whose behalf the real estate
agent is not carrying out real estate agency work; but

(c) despite paragraph (b), includes a person who conducts an occasional transaction with a
real estate agent.
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Appendix 4 - Identity Verification Code of Practice 2013 / Explanatory Note
(Dec 2017)

https://fma.govt.nz/assets/Reports/ versions/3305/110901-identity-verification-code-of-

practice-aml-cft-2011.2.pdf
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Amended ldentity Verification Code of Practice
2013

(Anti-Money Laundering and Countering Financing of
Terrorism Act 2009 sections 16, 20, 24 and 28 for all
reporting entities)

The besntity Werificaticn Cads of Practices: (the codesd was approsead by notices in the
MNaw Zeslarnd Gazeite on the 17 day of September 2011 by the Ministers of Financa.
Commerce and Internal Affairs undar section §4 of tha Anti-Maoney Laurdering and
Cauntaring Financing of Temarism Aot 2002 (AMUCFT Act), This amended code of
oraclice was approved by notice in the New Zealand Gazetle an the 10™ day of
October 2013,

Introduction

The |dentity Verification Code of Practice 2013 Explanatory Note provides

bac kcgmund infarmation and resources and shaould be read in I:-:JI‘Ijl.lI'II:TI-tII'I Wwith
this code.

What is this code of practice for?

This coda of practica providss a suggested besi practics for all repaniing entitias
caancdieting nares ard data af hirth kleatitg verdfication an customess (hat ara natual
persang) that nave been assessed to be low to mediurm sk, Wdentification vvalves
obiaining from tha customer a ranga of information sbowt him or har (Cidentity
nformation”). Warification irvalves confirming soma of that information against
doziamerits, data ar infarmation ahtaened fram a relizble and indepandent solrce,

Undar sacticn 11 of tha AMLUCFT Act a raparting entity must conduc! customar due

diligerce om a cuatamern: a beneficial ovmer of a custormer; and any perzan achng on
achall ol a custormar, I Inis codas af prachas, cusfames refers [l nadural paersons

Lt fall wilhin lese calagonies assossoec Dy roparling enlibos 2 e Lo mediom sk
{that is falling within seations 111}{a} - ().

This cada of pracbee providaes Tor beo wanes ol canducling dentily vernificalion. via
docurmentany wvarfication and slectronic verification (Fars 1 and 3 of the code). Part 2
af the code providss for the certification of documants. This allows far non face-to-facs
cocuimentary wenbeation,

The ANMLICFT Act alao reguirss that reporing entitizs conduc: varfication of a
custamer's address vsing docurmenta. data ar information issesed by a reliable and
ndapandonl source, This code ol praclice docs nal prescriba e weay inceshich
raparing sntites can fulfil this obligation.

This cade of practics does not aoply to the dentity verification of custamers [that ars
nalural persons) assessed by reparting enbiliss 1o be high risk, Increased or more
sophisticatad massures should be applied far high risk cesiomers.

Usimstinew T U are B o the At
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Legal shligations relating to identity verification

St 1 of Par 2 of the AMUCFT Act autlines cusiomer due diligence renquirsments,
A reporting entity's AMLUGCET programme, establishad under sections 56 - 57 of the
Act, must include adequate and effectva policies, procsdures and contrals for
cormpiying with custconer due diligence requirsments.,

A reporting entity must baza its AMLUCFT programme, ineluding its assessmant of risy
foar the pumpese of custamer due diligenee, on the AMUCFT risk assessmeant
undertaken In accordance with section 4.

This code of practice applies o custormers {that are natural persons) assessad by
raparting entities &= low o mediem risk, for he verificalion of name and date of birth
as raquired by:

o Secion 15 — slandard customer dus dibgence: venification of idaenliy
regUiraments
ii. Section 20 - simplified custcear due diligence: varfication of identity
reguirarmenis
ii. Section 24 - enhanced customer due diligence: verification of identity
regUiraments”
v, Section 28 — wire transfars: verification of identity requiremsanis.

The Financial Markels authantly, Roscrve Bank of MNow Zealand and the Departmeznd
af Inbarmal Alairs will considar reporting entibas whao comply with this cods of praciics
o have et their abliqaticns o vanfy name and date of birth ender sections 16, 20, 24
and 28 of the AMLUICFET At for loww 1o meditm risk custamers [that are natural
DEFEONE].

Molo: A oword or exprossion wead in s code ol practice has e saang meaning 25 in
iz AMLICFT &l (5ea saction 34 of tha Interpretation Act 1982

What will you find in this code of practice?

This code of practics covars all reporting entities in all AMLUICFT sectors.

This coce ol praclice = in heeas pails

PART 1: COCUMEMTARY IDENTITY WERIFICATION
FART 2 DOCUMENT CERTIFICATICN

FART 3 ELECTROMIC IDEMTITY YERIFICATION

PART 1: DOCUMENTARY IDENTITY VERIFICATION

Im order o conduct documantary varifcation of 8 customer's name and date of birth,
the following = raguirad;

* Trm & ranarme srhseead Sus CUSARSE N S8TAE Il mEiannas. fesenanr the Aok doae not precaleemisa tal carkemees bor
whioin eehareed due QN Eance 15 rguled be assasesd as Ngedsk Foraxamade & podbcally Sxpasod persan mkght B 2oaeise
2% a b 0 redumn fzk oesener, bk =l g be subject 1o enanced dus digsnoe a5 rsouined By semion 24

aad
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1.  Ons form of the following primary photographic identification:

g]l Mew Zegand passpor

kY Mew Zaatand cectifinate of identiby issoed undsr the: Passaports Act 19037

cl o Mew Zealardd cerlificate of entity issucd undar the lmmigration Mews Zealanc
Coerational Manwal that 2 published under section 25 of the Immigration Aot
2003

dl  Mew Zas'and refugss frave! document issusd wunder tha Passpors Act 1982

el emarency fravel documant issued uncer the Passpards Aot 1992

fl  Mew Zeaiand firegarms licence

gl oversseas passport or & imilar documant izzued for the purpose of international
travvel which

i. containg the name, date af hirth, a pholegraph and the signature of the
persan in whose name the dacument is Ssued; and

ii. is issuad by a forsion governmant, the United Mations or an aganoy of tha
Lnitad Maticns,

hi & mational identity card issued for the purposa of identficaticon, that

i. contains the namea. date af birth and a photagraph of the peson in whoss
mame the daciement B Esued and their sicnature ar ather hiometric
megsure included whara relevant ; and

ii. ia issuad by & farsign governmeant, the United Matfions or an agancy of tha
Lrvilazcd Malicns.

oR
2. One famm of the fallawann primary nan- phctcgraphic identfication

a1 Mew Zaaand full birth carificats

B carlilcate of Mew Zealand cilizenship ssacd under the Silizersbio Sl 1977

¢} 8 gitizenship certificats =susd by 8 foreign govamment

il a kirth certificate 2aued by a foreign aovemment, the United Maticns aran
aiency of the United Nations

in combination with a secardary ar suppostne fom of phetographis ideatification, far
Bxampla:

el Mow Zeatand dijwor liconoe

fl 18+ Card

gl valkl and cument intemational driving permit as defined in e 530106 of the
Land Trevespand (0river Licensiong ) Bule 1892 and a licencs lom another coentry
with & franzlation

Fairtz 2 [g) — (g)] abows ara not an sxhaustive list of secondary ar supportng forms of
phctographic dentificalian that may be acceplable, Bepoiling eolitics maust ensurs
they ars =atisfisd that any secondary or supocrting photographic identification thay
acoap s independent arsd reliabla

Confirmation that the identity infoematian presentad in the saconcary or supRaring
larm ol phofiographic denlilication s consisienl with the records beld by @ oelizbie and
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irdepeardent saurce (for axample tha informatian that = racorded for the purpeses of
the Birlhe, Deaths, Marriagez, and Relaticnships Reagistralion Aot 1995 ar the
Citizenship &t 1977 by the Departwant of Internal Affairs can be substitubad for the
frimary aen-phetographic identification reguired in points 2ia-0d)

OR

[

=]

Thie Meve Zeaband driven lcenoe and, in addilien, ane ol e laliaeing:

confirmation that the information presented on the driver licence is consistant with
recarcds held in the Nationgl Segisber al diver icenoos

confirmation that the identity infermation prasentad on the Maw Zesland driver
licence i crnsistant with the records hald oy oa relinble and ndependant sourcs
(for escample the information that s recorded for the purposes of the Births,
Deaths, Marriages, and Relaticnshios Registration Act 1585, the Citizanship Act
1977, ar the Fassports Act 1292 by the Department of Intamal &ffairs)

a dacirment ssued By g registaied bank thal containg the parsen’s name and
sigrialwg, kor cramph: g oredil card, debil camd or ollpos cand

a bank statesnant issuad by = registered bank to the person in the 12 manths
irnrrezdeately poecediog Lhe daie ol the apolicalan

g dacurmanl issued by s govemmaent agency that conlains the oersan s narme and
sigriature, for example a SaperSold Card as dafined in the Social Security
|'“-',_.;!||:'.1-ﬁ&r.- A Canedy 'wt-.-.'|-._IJ_'|'i-'.-|'|.', 2@;‘:_.3

a statemant issuad by & govemmant agency 1o the parsca in the 12 months
immediataly praceding the date of the apolication, for example s statermearit from
the: Infand Revenus Department

Mote: Regulation 1302 of the Health Entitlermant Cards Reqguiations 1882 placas sirict
restrictans on thoas who can legally demarsd or request a comnmunity serdices card as
a form ol dentilication. Roeparting eolilies may accopl 8 cooumunily services cand
undar point 2{a)if the cuslomer offars it; bowevar they canmot requesl it

P

[81]

a]
k)

In crdar ko comply with this code, the reporting enlily musl have appropriales
axraptinn handling pronsduras inplaca for circrimstsnnes whan & costomear
demaonsiratas that they are uaable o satisfy the reguirements in 1t 3 above,

Reporting antitiss must havs a process in placs to check that no cthar paraon with
the zame or similar names haa peesented the same identity ‘nformation or
clucumenls.

Where documents are providad in a languages that is not underatood by tha
pEraan casrying aut the varification, an Englsh translation minst be orovides

In zll inziances whars documentary verification is being used 3 reporbing antity
shattld verify the identity of the customer

face to face; or by
copdes el dacurants prosidad thal are certiliedd Dy a trosted releree (soe below
lar ceslilecation ieguirermenls]
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PART 2: DOCUMENT CERTIFICATION

B.

a]

bl
ol
i)
o]
f]
g)
hi
i}
i
k}
13

i

In Mew Zualand & bostod reloroo mosl o al leas] 16 years of age and one of h
fodlowing:

Commuesracal b ropresentative (as delined inlbe Daths and Declarations Act
1957

Member of the potice

Justice of the peacs

Reqisterad medical doator

Kaumaotua [oz vorified throwgh o roputablo courao)

Reqisterad teacher

Miristar of raligion

Lawyer {as dafined in the Lavyers and Canvevancers Act 2008)

Metary puldic

Mev Z=a.and Honorary consul

Member of Pariameant

Chariered accourtant (wihin ihe meaning of section 13 of the Maw Zealand
Institute of Chartared Accountants Aot 190E)

A parson who bas lhe logal auiborly e leke slalulery declarations or (hae
gquivalen: in Maw Zealand

Cartfication whan overzaas

g

(]

<4
L

dl

12,

12

When certfication occurs overseas, caples of intemational identification pravided
& custloomer rosidunl ovorseas must be corlificd by a peeson aulboeisod by law
in that country 1o taka statutory declarations or aguivalent inthe sustamears
cournkry,

e adadifice, e hesled referae must nol be:

reslates] ko the custamer; far example, @ trustad referes pannot be theair parant,
chivd. brather, sister, aunl, unche of cousin

the apouse or partner of the customer

A person who ves ot the same address as he custame

a parson involvad in the fransaction ar business raguiring the certification.

1. Tha trestad rafaras must zight tha original documantary identfication. and maka a8

staternent to the effect that the documents provided are a true copy and reprezant
thex idenliby of the named individual flink kW gresenlar),

Cerificatan rmust ingluda the name, sigrnature, and the date of certification. The
trustad referee must specify thair capacity to act as a frustad raferes from
sectinns Bzl fml ahows,

Sanification must have hesn carried out in the thres rnonths preceding tne
oresentation of the copisd documents,

PART 3: ELECTRONIC IDENTITY VERIFICATION

14.

An alectronic identity is & record kapt in aelectronic form that contains
authenticated core identity information about an indvidual, Electranic identity
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variication is using thal record to verniby an indeodual’s dentity when a reporting
ety is condacting custamear due diligence

15, Inorder to conduct elactronic identty verification of 3 custaomer's name and dats
af biglEy & resparting ertity must;

al  werify the customes's name rom sither;
A, a single independent alectranic soure that = able to varify an
individus!'s idantity ta a high level of confidence; or
b, at least teo indapandent and reliahle matching electranic 2ources.
by owenify e cusbomen's dalse af biclh lrom sl leasl ooe reliable and independant
electronic sourca

18. Reporling enfities must check the persen’s delails sgainst their cusiomar records.
ta ensure that no othar parson has praseatad the same idantity infarmation ar
deciments

17, When determining what tvpe of electrenic saources will be considered refiable and
independenl eporling anfities must hava regaid o

ab - accuracy [how up-to-date is the informaticn and what are the emor rates and
matching parametars?;

b ey,

z)  privacy (ncluding wheiher tha management and provision of the information is
consistent with the Infarmation Privacy Princioles 5t 11 in section & of tha
Silyaey Aot 129y

4} method of information callection;

=y whethar the electronic source has incorporated @ mechanism e determine the
castomer can De linked to the claimed identity fehether bicmeincally o
otheryizel:

i whethar the informatian = maintained by a governmant body or pursuant ta
lzgislation; and

A whethar the informatan has baen addiianally verified from anothes reliable and
Indepandent saune

18. Reporting entities that use electranin identity varfication methads mast inelude
information in their AML/CFT compliance programma that describes;

ab  the Farng of electranie sentity wenification methods that ae considered reliokle
and indapandant and inwhal circumstanoss they will ba used for tha purposss ol
icdentity werification;

by o the methads have regard t the matters cescribed in cause 17, and

¢l any addtonal metheds that will be usad 1o supolement slectronic identity
verification or ctharwiss mitigate any daficienciss 0 the varficatian process.

Mete: Mothing in this code of practics prevents a reperting enfity from absaining mult

source verlcation rarm a sngle provider, so lorg as thay are satishicd Dal the
raquiraments in Fart 2 are complied with.
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Explanatory Note

1. Thiz Explarateey MNete shaould be read in conjunction with the Amendad Identity
Verficalion Code of Praclcs 2013 This nole jeplaces the piovious Explanalony
Meote that was published n Qciober 2073,

2, The Amenced Identty Verficaton Code of Practice 2013 (the code) olarsified
requiramants for slsctronic identity verificalion fallowing the implemantation of the
Elsctromic Identity Verification Act 2072 and the Idantity Infermalion Confirmation
Aot 2072, It reptaced the previous [dentity Yerfication Coca of Practice 2011,

3, This Explanatory Mote providas further clanfication 1o repoding entities that seek o
camply with Part 3 of the code by using eleciroms dentity verification
Electronlc Verification

£, Electronic verification s considered to be whera a customer's identity iz verified
rermalely of non-acs-lu-laos

o

Electromic verification has two key componentz, firstly confimmation of identity
information via an elecinonic saureais) and secondly matzhing the person you ae
dealing with to the idaniity that thay are claiming (L& afa Ny e same oodsan]?
Both companants must b satisfied,

E. The elecironic sourme is the underying repostory whess the anthenticated core
fdendity. information is held ard against which an indvidual's dentity st be
varifisd. In most circumstances, this is going o be information that is maintairad by
a govamment body or pursuant to legislatian.

fo Far o electroms ety wvernlication, iU s mmpotant e remembaer thal Lhe

alectranic saurcs is not any of the following:

| ne person that the reporing entty @ dealng with onling wha provdes their
pivgraphical inlarrmalio,

o & salfie phata or video

s Anuploaciodd peaae ol o idaentity decamenl]s)

o Trhe amail, application ar infemest Eatform that the reparting entty uses 1o
raceiva this information ar documents

«  The thid parly provider thal s orepodling enlily uses loocondoel s anfine
slectran:s verification.

Using a single independent source

8. The code reflacts that a reporling enity can satisty slectronic ideniity vartication
requiramants Tom a snge electrons saurss that is able o verfy an individaal's
identity oo high level of confidence, Only an elecionic scurce that incorporates
biormelric informaticn or informaton which providas a8 level of confidence equal to
biornefric information enables an individual's identity to be verified to a high lavel of
canficence

Anti-Money Laundering: Your compliance requirements Page 94 of 99




9. Biomeatric information  ineludsz measuremants of an individual's  physical
charactaristics that can be recorded and uwsed for comparzon and autormated
recognition of that individual e.g pholographs. s shoclure or Bngeronind
WMRATREEIT SUCT G5 SreN, Wnon ano oo e,

Using two rellable and independent matching sources

10.Tha cade also allees 3 reporting entity o venfy an individual's identity fram at l=ast
boenr elactronic soumes which most he
* Raliabla. and
s mddependanl, ard
» Match each other,

1. Where bwo Sreliable and independent” sourees are ased and they mateh each
clher, the “high fevel of conficenss” reguired of & single independent sourse s no
requirsd.

T2 ¥hers bwo malchiog reliabls: and indepenadenl eleckanic souces s e be use, 2
reporting anlity must sLl bawse egard o whelther e eleclionic saurcas inchuds a
meshaniam to detearming f the customer can b linkad 1o the sfaimad identity.

13.f the elecronic sources doo not cantzin this mechaniam, additional ar
suppiementary measures mush be csoed Wooensore e ocrson thal e repanting
gntily = daaling wilh is e genuing holdaer of e idantly they are claiming bo be.

Additional measures reguired

14 Clause 17{a} of the cods requires & reporting enbity to consider whelher tha
glectronic scurce{s) has incorporated a mechanism to determine whether the
cistemar can be linkad oo fheir dalmed  idantity fwhether Birmatically o
otharwizal. if the elecironic sourcais) doss not have such & mechanism. or it is nod
rohust encugh, then a reparing entity is abde iooadopt addfianal measires thet will
bz usesd f supplement it or o clbersess mitigate any defeaneas in the orocaess,

15. 2ome sxamoles of additonal measuras includs the following:

= Recuise the first credis into thea oustormears accnuat or facility B he receivad froom
an accountfacility held at ancther Mew Zasland reporling antity in tha
CUStOMErs names.

= |asue a lather that containe a urique refarenceddentifier o the costomers
address that has hesn werified by a reliable and indspendent zourca. The
letter/uninue refarancs number moat ke retumead e the rencetng antity before
the customess acoount or facilty s fully operational &g Defore  any
Yeitharaveisdebils con e conduciog.

' wabe tat it s passibes fora reporbng Srlil 10 eenbs an ipdivigusd s deabty Tom fen or mors “reliacie
ard irdepardent” scurces bul wia a single thind party sroeder
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« Robuar zess w eonfirrn the  avthenticity of any idenfification dacumsant
electromically provided by the cosiomear, This shouldl ensure that beth the
document belorgs bo the customer and that it has nol bean forged. allsred or
tamparsd with in any way 6.5, (e ardgivea ool an e fdehilcabion docirman
ia remianen,

s Prhorg the customaer on a namber thal bas been seaificd Byoa meliable ad
independent scurce beiore the cuslome:s sccount or facility is fully oparabonal
g.q. bafare any withdrawslsddshits can e sonducled,

+  Fobust sacurily type quaslions based on reliable and independent information
abtainad ahour a person’s social or inancial footpring, This inforrmation shoukd
ncat b pubbichy availabia or easily chtained,

Inclusion with AML'CFT Programme

18, Reperting entities thal wlilise electienic verdfcation must Searly descnbe in el
AML/CFT Programme how all the relevant criteria within the code ars satisfiad,
This includes any additional mathods that will ke used o supplement electronic
ienlity  wenlcalion o elhersose mbaatie any delclencias n e venlicaton
process,

Custamers who establizshed a business relatlonshlp before 30 June 2013

17 Electronic sources could alzo e used toowerify identity information for existing
cuslomers wha gslablished & business relalonship wdlh a reporing enlily boloe 240
June 2013, Raguirements in the code will =il apply.

Abaut codes of practice

18. Cexles af practice are intended b0 provide a siatement of practice o assist
reporting anfifies o comphy with certain Anti-Money Laundering and Countering
Firarning of Terrorism Aat 2009 (AMLACFET Aat) ohligations. Codes of practics ars
daalt with in subpart § of the AMLICFT At Codes of prachice st oot the
sugpestad ezt praciice tor meeting cbligetions. Some codas will cover all sactors,
while othiers will be applicakble o spacific sectors or sub-sactors.

18, Comphving with a cede of practics is nob mandatory, The AMUCET regime ablows
for flaxibility and scops for mnovation bacause rsporting entites can opt cut of &
cocde of practice. However. if fully cormplied with, codes of practice operats as &
e Dbl Thee ool elecl of & code ol practice s descibaed inosection 67 o
Lthe: AMLACFT Al

200 & reporting encity apts cut of the cnde of practice 4 does nat recsive the beneft nf
the safe harocur. In thess circumstancas, the raponing entity must comaly with tha
relevant alatstory obligaton by 2ome othar agually effectve meaans. In order far
Lhiz G b s dofunce looany acl ar omission by e oreparliog eolity, e reparting
gntity must have provided weitlen nefificaton to its AMUCFT supervisor that it has
cated aut of comalianee with the code and intends to satisfy B= cbligations by
soemz wlher equally eilactive msarns.
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Resnurces for the Amended ldentficatian Verification Cade of Practice 2013
# FEwvidence of ldentity Standard available on the Department of Internal Affairs’
wabsite
= Te Kahui Manoai, & directory of G and Maon organizations availalle on Ta
Puni Kakiri veabsile.

h
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Appendix 5 - Suspicious Activity
AML/CFT Act
39A Interpretation
suspicious activity means an activity undertaken in circumstances—
(a) in which—

(i) a person conducts or seeks to conduct a transaction through a reporting
entity; or

(i) a reporting entity provides or proposes to provide a service to a person;
or

(iii) a person requests a reporting entity to provide a service or makes an
inquiry to the reporting entity in relation to a service; and

(b) where the reporting entity has reasonable grounds to suspect that the
transaction or proposed transaction, the service or proposed service, or the
inquiry, as the case may be, is or may be relevant to—

(i) the investigation or prosecution of any person for a money laundering
offence; or

(i) the enforcement of the Misuse of Drugs Act 1975; or
(iii) the enforcement of the Terrorism Suppression Act 2002; or

(iv) the enforcement of the Proceeds of Crime Act 1991 or the Criminal
Proceeds (Recovery) Act 2009; or

(v) the investigation or prosecution of an offence (within the meaning of
section 243(1) of the Crimes Act 1961).

41Nature of suspicious activity report
(1) Except as provided in subsection (2), a report under section 40 must—
(a) be in the prescribed form (if any); and
(b) contain the details prescribed by regulations; and

(c) contain a statement of the grounds on which the reporting entity holds the
suspicions referred to in paragraph (b) of the definition of suspicious activity
in section 39A; and

(d) be signed by a person authorised by the reporting entity to sign suspicious
activity reports (unless the report is forwarded by electronic means); and

(e) be forwarded, in writing, to the Commissioner—

(i) by way of secure electronic transmission by a means specified or provided by
the Commissioner for that purpose; or

(ii) by another means (including, without limitation, by way of transmission by
fax or email) that may be agreed from time to time between the Commissioner
and the reporting entity concerned.
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(2) If the urgency of the situation requires, a suspicious activity report may be made
orally to any Police employee authorised for the purpose by the Commissioner, but in
any such case the reporting entity must, as soon as practicable but no later than 3
working days after forming its suspicions, forward to the Commissioner a suspicious
activity report that complies with the requirements in subsection (1).

(3) The Commissioner may confer the authority to receive a suspicious activity report
under subsection (2) on—

(a) any specified Police employee; or

(b) Police employees of any specified rank or class; or

(c) any Police employee or Police employees for the time being holding any

specified office or specified class of offices.
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